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ABSTRACT: Women in today's society are up against a myriad of challenges regarding their safety. The application 

that is being suggested has access to monitor position, and it will transmit notifications to neighbouring police stations 

as well as the phone numbers that are being scanned. This application is not only used for situations such as assaults and 

any perverts tormenting females, but it also helps them from any bad condition or any health problem like abruptly 

collapsing. For example, this application helps them from any bad condition. The victim's position can be tracked using 

GPS, and communications can be sent to the local police station along with the victim's relations' phone numbers. 

Additionally, the location of the victim can be sent to the nearby police station. This application assists women in 

overcoming their anxiety associated with getting out and engaging in activities that they enjoy. 
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I.INTRODUCTION 
 

The Internet of Things, also known as cloud computing and sensors, is a term that refers to the physical objects through 

which all technological devices are networked. The Internet of Things maintains a very high level of confidentiality. 

Developing a protection system that is smart-based can be of great assistance to individuals. Because of the way the 

instruments were designed and developed, there is an automated reaction even though there are no initiating controls. 

People who use this approach have a better chance of overcoming challenges such as ensuring the safety of women and 

building smart cities. For reasons relating to safety, a number of instruments, including GPS, vibration sensors, 

inclination sensors, heartbeat sensors, and flow sensors, are utilised. The position can be determined with the help of the 

Satellite. IoT is used to transmit the position and communication to neighbouring police station if there is any 

significant change in the heartbeat level. A heartbeat monitor is used to determine the heartbeat level. If there is any 

form of intimidation, there is a possibility that there will be bending, inclinations, disturbance, and any bending will be 

detected by the tilt sensor. If there are different alterations than the message is sent, there will be bending. In the system 

that is being suggested, components such as Arduino and Raspberry pi3 are utilised. 

 

The application that is being suggested provides a protection system that is intended to assist women in carrying out 

their work in a comfortable manner, as well as allowing them to go to the locations of their choosing and carry out their 

work in a comfortable manner. Bodily monitors and Satellites are used to trace a person's position and communicate 

with the local police headquarters as well as with family members. 

 

II.LITERATURE SURVEY 
 

The use of network mobile solutions for biofeedback monitoring, as demonstrated by Orlando Pereira et al. (2010), 

substantiates the theory that body monitors should be utilised. This effort includes the implementation of the 

SHIMMER firmware as well as the software for bluetooth. This effort has some restrictions, such as the requirement 

that bluetooth be constantly connected to the phone and the inability to use it if the phone is misplaced [1]. The research 

conducted by Mirjam Jutila et al. (2014) validates the novel idea of a sensing garment that can be worn by toddlers. 

This task includes the Creation of a Safety Vest, the Implementation of a Gateway, and the Development of Sensing 

Web Elements. The fact that the apparatus that was used was of such a large scale meant that it could not be transported 

to locations that were accessible to everyone [2]. In his paper titled "Development Of Prototype Smart Home Intelligent 
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Illumination Management Infrastructure Using Sensors Onboard A Mobile Computing System," published in 2016, 

Samuel Tanga provides evidence that supports the idea that sensors are useful. It is now possible to implement the 

"Luminaire controlled by the Arduino microcontroller" system. The fact that wireless or internet connectivity is 

required in order for this concept to be implemented presents a challenge [3]. The risks associated with information 

security can endanger people's lives, specifically in the medical industry. [4]. 

 

When a piece of software has more functions as well as an increased level of protection, the amount of time it takes to 

execute the software increases, and the software itself becomes less usable [5]. An additional layer of protection can be 

added to the application through the use of fingerprint identification, which also helps to prevent erroneous positives 

[6]. The Dynamic Cognitive System demonstrates how the application can be secured against flaws and assaults 

originating from the social network [7]. In his work that was published under the title "Secure lone Distress Alert 

system for female security using IOT," Parthsethi et al(2018) provides evidence that supports the use of alarm systems. 

"Central controller, GSM module, GPS module gesture control System, smart phone communicating". There is no 

automated recognition, which is a limitation of this effort, so the user must manually press on the mobile device [8]. 

The research conducted by Phooshkar Rajiv et al. (2016) validates the hypothesis that "Email in email-based Remote 

access and surveillance system for smart home infrastructure" should be used. This effort includes the implementation 

of "Email from embedded device to user and respond processing." The application is quite pricey, and neither GPS nor 

GMS are utilised in this work, which are two of the work's constraints [9]. In their study titled "IoT and cloud 

computing based dam surveillance and alert system in mines," Enji Sun et al. (2011) provide evidence that Internet of 

Things and cloud computing are viable concepts. The constraints the fact that it is not automated. It should be activated 

by movement that comes from the outside [10]. 

 

Zhen Yan et al. (2014) provides evidence that supports the hypothesis that his work makes use of the Internet of Things. 

His work includes the incorporation of a model of a system for the Internet of things. The subpar quality of the work 

and the lengthy amount of time required to put it up are both limitations of this work[11]. Alessio Botta et al. (2015) 

provides evidence that supports the hypothesis that cloud computing and the Internet of Things can be integrated: A 

questionnaire. This effort has included the implementation of RFID and portable devices, as well as cloud processing. 

The fact that the system has such inadequate functionality is one of the constraints of this effort. It is prohibitively 

expensive for those with limited financial resources [12]. In his study, Luigi Atzori et al. (2012) demonstrate that the 

novel idea of the social Internet of Things is correct. It is his contention that the cloud and the Internet of things are 

intertwined. The fact that the operation of the system is not specifically described in this book is one of its flaws [13]. In 

his work, S.Sicari et al. (2014) demonstrate that the newly proposed concept of "security and confidence in the internet 

of things" is valid. He asserts that this effort includes security, confidence, privacy, and identification measures all of 

which have been implemented. This study has some shortcomings, such as the fact that it demonstrates security and 

identification of the Internet of things; however, it does not demonstrate how devices are networked [14]. In his study, 

Andre Gloria et al. (2017) demonstrate that the novel concept of IOT pathways is valid. In this body of work, the idea of 

Internet of Things interfaces as well as numerous communication mechanisms have been incorporated. This work has 

some shortcomings, such as the fact that it requires a significant amount of laborious effort to accomplish, and the 

implementation of the application itself is also very expensive [15]. The research done by Carolyn Whitzman et al. 

(2009) demonstrates that his novel concept of women's protection is accurate. He asserts that there should be some 

safety precautions that the women in the community should take in order to protect themselves. The only topic that is 

covered in this work is the safety of women, but the actual gadget has not been tested [16]. This is one of the work's 

shortcomings. In his paper titled "Connecting human's report with networks and big data for sustainable health 

surveillance," Minchen et al. (2016) provides evidence that demonstrates the viability of the concept of smart clothing. 

Intra smart clothing technology, communications for Inter smart clothing, and the implementation of sustainable health 

surveillance for persistent illnesses [17]. 

 

In the article "AN IoT security model design and evaluation of Android based wireless Integrated device for health 

surveillance," which was written by Mandeep Singh (2015), the wireless integrated device is demonstrated. In order to 

expand the capabilities of telemedicine, a device that measures bodily parameters using a collection of monitoring 

algorithms and a mobile phone has been developed. The fact that this is an android application means that the sufferer is 

unable to access their phone and click on the application to request assistance [18]. This is one of the limitations of the 

concept. In his work titled "Integration of wearable solutions in AAL environments with movement assistance," Susana 

P. Costa(2015) provides evidence that wearables are more than just a theory. It has been decided to implement AAL, 

which provides peripheral solutions for a mobile environment. One of its limitations is that, despite the fact that it is a 

wearable device, all that is required to initiate the wearables is a click [19]. 
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In his article titled "Roadmap to addressing security and purity problems in RFID system," which was published in 

2007, John Ayoade provides evidence that demonstrates RFID's viability as a concept. Effectiveness of the supply 

chain, as well as refuse management, has been established [20]. In his approach, Rolf H. Weber(2010) demonstrates 

that privacy and security are not mutually exclusive. This task includes the implementation of data protection, RFID, 

and IOT technologies. The constraints of this work include the description of how IOT is safeguarded; however, 

implementation has not yet been provided. [21]. 

 

III.MOTIVATION 
 

The difficult circumstances that each woman must navigate in the modern era served as inspiration for the development 

of a safety gadget that would assist women in carrying out the task that they enjoyed doing. The application assists 

women in overcoming their fears so that they are able to move about easily and finish their task. 

 

IV.PROPOSED SYSTEM 
 

In order to identify a woman's heartbeat, inclination, and palpitations, multiple sensors, such as heartbeat sensors, bend 

sensors, tilt sensors, and vibration sensors, are utilised. The Arduino platform has a connection to the heartbeat monitor. 

The Arduino C software is used to change the frequency range of the electrocardiogram. In addition, a tilt sensor is 

connected to an Arduino-uno board in order to determine whether or not there is any inclination. In order to keep track 

of vibrations, a vibration monitor has also been connected to an Arduino-Uno device ( if there is any different or 

abnormal vibrations ). Each delay of 20 milliseconds results in a new set of measurements being recorded. The power 

switch and the raspberry pi3 are both connected to the Arduino-uno device. Raspberry pi serves as the Satellite receiver. 

The position of the ladies can be determined with the help of Satellites. 

 
Figure 1 : proposed system architecture 

ARDUINO 
The Arduino platform is a microcontroller that can have devices connected to it. You can purchase it anywhere, 

including on the internet or in any establishment. The device that makes up an Arduino is about the size of a credit card. 

Arduino is available in a wide variety of different flavours. For the purposes of this application, an Arduino Uno device 

is utilised. By utilising the connection The Arduino device is powered by the notebook through which it is connected. In 

this particular application, an Arduino-UNO device is utilised. 

 
HEARTBEAT SENSOR 
The sound that is heard during heart pumping indicates that the heart is contracting and expanding at the same time as it 

is pumping blood. The normal limit for a human heartbeat is between 60 and 72 beats per minute. A heartbeat rate that 

is too low indicates that there may be an underlying health condition, while a heartbeat rate that is too high indicates 

that the sufferers are experiencing a great deal of anxiety. In the event that there is a significant shift, the records of the 

ladies are checked every 20 milliseconds, and then the communications are transmitted to the closest police station. 
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VIBRATION SENSOR 
Touch and vibration measurement are both performed with the assistance of resonance instruments. There is guaranteed 

to be a quickening of pace whenever a woman moves. When something is physically accelerated, the result is the 

production of a shockwave. There are numerous distinct vibrations associated with each sound. The vibrational 

recording is recorded at a rate of once every 20 milliseconds. If the sensations are detected to be different from one 

another, the position will be monitored, and communications will be sent to the nearest police station. 

 
TILT SENSOR 
You can determine orientation or inclination with the help of a tilt monitor. These are simple to use and won't break the 

bank. If they are used correctly, there is no risk of injury to them. Because of its ease of use, tilt sensors are becoming 

increasingly common in consumer electronics such as games, devices, and appliances. Because of the different 

perspectives that they offer, people also refer to these as "mercury switches," "tilt switches," and "rolling ball sensors." 

In the event that there is any tilt or orientation, records will be kept for every 20 milliseconds, and appropriate measures 

will be taken, if necessary, in the event that there is a problem. 

 
GPS/GMS 
The victim's longitude and latitude can be located with the help of GPS technology. In the event that any of the devices 

gives a false reading, the GPS will immediately begin tracking the victim's position. Tracking of the position's latitude 

and longitude, as well as transmission of the location itself, takes place. In this, we transmit the communications by 

using the SMTP mechanism, which is done through the programming language C. 

 
ARDUINO C 
Software written in Arduino's C programming language that can record information from microcontrollers or devices. 

The range of instruments can be adjusted through the use of the programming language C. 

 

V.IMPLEMENTATION 
 
A micro microprocessor can be made with an Arduino device called the Uno. These instruments are linked to the 

Arduino Uno microcontroller via connections. The heart beat monitor is wired to the S1 port, which functions as an 

input on the board. The S2 port on the Arduino - Uno device is connected to the electrocardiogram monitor in order to 

act as an outlet. Hand is positioned on the heartbeat monitor, Arduino board is connected to the computer through the 

use of a connection, readings are noted through the use of Arduino C software, and readings are noted for every 20 

millisecond pause in the process. 

The connection for the tilt sensor is exactly the same as the connection for the heartbeat sensor. The readings from a tilt 

monitor can be interpreted as twisting or inclination in any direction. 

A sensor that detects vibration is also connected in the same manner as the devices described above. This instrument is 

able to detect vibrations emanating from all different directions. The Raspberry Pi comes equipped with a GPS receiver. 

A notification will be transmitted to the nearest police station in the event that there is any kind of emergency. 

 
VI.COMPARISION 

 
 A large number of applications, including smartphone applications and online applications, are developed 

using the existing system, wherein programmes are also developed. Women are to either contact or send a 

communication in the event that there is an emergency related to that number. 

 Multiple sensors, such as a heartbeat sensor, bend sensor, inclination sensor, and vibration sensor, are used in 

the work that is proposed to identify the condition of women. If there is an emergency, a communication along 

with the position is automatically sent to a nearby police station as well as to relations. 

 To obtain assistance through the current method, just one action is required. At other times, women find 

themselves in precarious situations where even a single stroke is impossible. May the ladies be in a state of 

blocking out. At that time, bodily monitors assisted her in automatically detecting the situation. 

 

VII.CONCLUSION 
 

It has become possible to develop a wearable protection gadget for ladies that incorporates GPS as well as three 

different instruments. When there is a crisis, this could be of assistance to ladies. By monitoring their position, the GPS 

will automatically transmit a notification to the nearest police station as well as to any relations it detects. It's possible 

that this will make it easier for women to travel easily wherever they want. 
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