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ABSTRACT: Spoofing is a malicious practice in which communication is sent from an unknown source disguised as a 
source known to the receiver. Existing approaches are not completely useful for identifying location of attackers. To 
overcome this difficulty in this project we proposed a new technique namely “Spoof’s Location Identification using 
Passive IP Trackback”. Which tracks the location of spoofer’s based on Path Back scatter message together with 
topology and routing information, when the network telescope receives ICMP backscatter packet, It reconstructs the 
attacking path using routing information in the router from which it has received the packet. 
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I. INTRODUCTION 
 
The approach can be classified IP tracking five main categories: marked packet, ICMP tracking, recording on the 
router, and test the link, overlap, and keep track of hybrids. Methods occasion of routers packages require modification 
of packets containing information from the decision to change the route and router. Unlike packet labeling methods, 
tracking generates ICMP messages ICMP, in addition to the mosque or destination. You can return to attack the 
registry path in the router when the router log packet sent. Link Test is an approach  
That determines the origin of the attack hip-hop movement by while the attack is ongoing. Center Track proposes to 
download the suspect from the edge of the direction of movement of the routers are owners go through the overlay 
network. To capture spoofer’s, it has proposed a series of IP tracking mechanisms. However, due to the challenges of 
proliferation, it is not that there is no trace IP solution broadly adopted, at least at the level of the Internet. As a result, 
fog Spoofer’s sites not yet dissipated. This paper presents a negative tracking IP seeks to overcome the difficulties that 
publish IP tracking technologies. PIT get error messages Protocol Internet Control Message (backscatter track called) 
resulting traffic deception, spoofer’s measures based on publicly available information. In this way, you can find a 
passive IP trace spoofer’s activity without any conditions. 
 
This article describes the reasons and gathering statistics on the results of the backscatter track, indicating the 
operations and effectiveness of the PIT, and shows the location of the arrest of spoofer’s through the application of the 
data set path backscatter PIT. These results may also help reveal the IP deception, which has been studied for a long 
time, but did not quite understand. Although PIT cannot operate in all the attacks of deception, it can be very useful for 
tracking spoofer’s before publication on the level of Internet tracking system in real time mechanism. Based on 
backscatter messages he seized telescopes University of California San Diego network, yet often observed activities 
deceiving. To build a system of intellectual property tracking on the faces of at least two critical challenges of Internet. 
The first is the cost for adopting the tracking mechanism in the steering system. Not compatible with tracking devices 
on a large scale by routing current devices of products, or introduce significant costs for routers Internet Control 
Message Protocol generation, registration package, especially in networking high performance, and the second is the 
difficulty of Internet providers for services cooperation. 
 
Since spoofer’s can spread to all corners of the world and ISP and one for the deployment of its own tracking no almost 
sense system. However, Internet service providers, which are business entities with a competitive relationship, in 
general, lack of explicit economic incentives to help other customers to locate the attackers in the ASES term. From the 
publication of tracking mechanisms is not clear gains, but the high overhead apparently, to find the best authors, no 
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tracking system deployed IP Internet scale plowing now and despite the fact that many of the proposed IP mechanisms 
tracking and a large number of activities to deceive noted the actual sites of spoofer’s remains a mystery. 
 

II. PROBLEM STATEMENT 
 
The Problem is to determine the number of attackers as a multiclass detection problem. Ip Spoofing based mechanisms 
are developed to determine the number of attackers. When the training data are available, IP Tracing method to further 
improve the accuracy of determining the number of attackers. In addition, we developed an integrated detection and 
localization system that can focus the positions of multiple attackers. 
 

III. LITERATURE SURVEY 
 
Efficient Packet Marking for Large-Scale IP Trace back, Michael T. Goodrich, Department of Info. & Computer 
Science University of California Irvine, CA 92697-3425.  
The approach, which we call randomize-and-link is referred and uses large checksum cords to “link” message 
fragments which predicates that is highly scalable, for the checksums serve used both as associative addresses and data 
integrity verifiers. The main objective of a DOS attack is to provide consume resources, so produce solutions to the IP 
trace back problem should themselves not contribute to that goal. In this paper, the solutions that minimize the amount 
of additional traffic on the Internet needed to solve the trace back problem or create an infrastructure for solving it. The 
methods used led to scale to attack trees containing hundreds of routers and do not require that a victim know the 
topology of the attack tree a priori. By utilizing authenticated dictionaries in a novel way, the methods used to gain the 
result do not require routers sign any setup messages individually. 
 
 
Hash-Based IP Trace back, Alex C. Noreen†, Craig Partridge, Luis A. Sanchez‡, Christine E. Jones, Fabrice 
Tchakountio, Stephen T. Kent, and W. Timothy Strayer ,BBN Technologies,10 Moulton Street, Cambridge, MA 
02138  
In this paper, they presented both analytic and simulation results describing the system are that result effectiveness. 
Also observer the main hash-based technique for IP trace back which generates audit trails for traffic within the 
network that is present in the particular area, and can trace the origin of a single IP packet coming and delivered by the 
network in the recent past. The pressing challenges for SPIE are in demand and increasing the window of time in which 
a packet may be successfully traced with the appropriate result and reducing the amount of information that must be 
stored for transformation handling. The objective is to demonstrate that the system is effective, space-efficient (needing 
nearly 0.5% of the link capacity per unit time in storage), also and establishing in current or next-generation routing 
hardware. 
 
Practical Network Support for IP Trace back, Stefan Savage, David Wetherall, Anna Karlin and Tom Anderson, 
Department of Computer Science and Engineering, University of Washington Seattle, WA, USA.  
Overview: In this paper, they contribute to describe the actual technique for tracing packet flooding that attacks in the 
Internet back in the direction of their source. This work is inspired by the particular task which the increased 
occurrence and complexity of denial-of-service attacks and by the trouble in tracing packets with incorrect, or 
“spoofed”, source addresses. The objective of a develop implementation of this technology that is incrementally 
deployable, backwards compatible and also can be more efficiently implemented using conventional technology. The 
actual result is finally, suggested one potential deployment strategy such an algorithm based on overloading existing IP 
header fields and demonstrated this implementation is strongly capable of fully tracing an attack after having received 
only a few thousand packets. 
 
Fast Internet Trace back  
E-crime is on the rise. The costs of the damages are often on the order of several billions of dollars. Trace back 
mechanisms are a critical part of the defense against IP spoofing and Dos attacks. Current trace back mechanisms are 
inadequate to address the trace back Problems with the current trace back mechanisms: victims have to gather 
thousands of packets to reconstruct a single attack path, they do not scale to large scale attacks and they do not support 
incremental deployment  
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ICMP Trace back with Cumulative Path, An Efficient Solution for IP Trace back  
DoS/DDoS attacks constitute one of the major classes of security threats in the Internet today. The attackers usually use 
IP spoofing to conceal their real location. The current Internet protocols and infrastructure do not provide intrinsic 
support to trace back the real attack sources. The objective of IP Trace back is to determine the real attack sources, as 
well as the full path taken by the attack packets. Different trace back methods have been proposed, such as IP logging, 
IP marking and IETF ICMP Trace back (ITrace). They propose an enhancement to the ICMP Trace back approach 
called ICMP Trace back with Cumulative Path (ITrace-CP). The enhancement consists in encoding the entire attack 
path information in the ICMP Trace back message. Analytical and simulation studies have been performed to evaluate 
the performance improvements. We demonstrated that our enhanced solution provides faster construction of the attack 
graph, with only marginal increase in computation, storage and bandwidth. 
 
 
Trace IP Packets by Flexible Deterministic Packet Marking (FDPM)  
Currently a large number of the notorious Distributed Denial of Service (DDoS) attack incidents make people aware of 
the importance of the IP trace back technique. IP trace back is the ability to trace the IP packets to their origins. It 
provides a security system with the capability of identifying the true sources of the attacking IP packets. IP trace back 
mechanisms have been researched for years, aiming at finding the sources of IP packets quickly and precisely. In this 
paper, an IP trace back scheme, Flexible Deterministic Packet Marking (FDPM), is proposed. It provides more flexible 
features to trace the IP packets and can obtain better tracing capability over other IP trace back mechanisms, such as 
link testing, messaging, logging, Probabilistic Packet Marking (PPM), and Deterministic Packet Marking (DPM). The 
implementation and evaluation demonstrates that the FDPM needs moderately a small number of packets to complete 
the trace back process and requires little computation work; therefore this scheme is powerful to trace the IP packets. It 
can be applied in many security systems, such as DDoS defense systems, Intrusion Detection Systems (IDS), forensic 
systems, and so on. 
 

IV. ARCHITECTURE 
 

 
V. MATHEMATICAL MODEL 

  
Let S is the Whole System Consists:  
S= {V, E, P, G}.  
Where,  
a. V is the set of all the network nodes.  
b. E is the set of all the links between the nodes in the network.  
c. P is path function which defines the path between the two nodes.  
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d. Let G is a graph.  
 
Suppose, G (V, E) from each path backscatter, the node u, which generates the packet and the original destination v, 
where u and v are two nodes in the network. i.e. u∈V and v ∈ V of the spoofing packet can be got. We denote the 
location of the spoofer’s, i.e., the nearest router or the origin by s, where, s∈ V. 
 
IP TRACEBACK 
 
IP technology is designed detect trace the real origin of IP traffic or follow the path. And they can be classified as 
current trace IP approach into five main categories: marked packet, ICMP tracking, recording on the router, and test the 
link, overlap, and keep track of hybrids. Methods occasion of routers packages require modification of packets 
containing information from the decision to change the route and router. And so the recipient can then reconstruct 
Package track (or the flow of attack) of incoming packets. There are two types of schemes signs package: Probability 
labeling, package labeling inevitable. It is the package because of the methods generally be light, since routers do not 
cost storage resources and link bandwidth resources. However, signs the packet is not a dependent function of large-
scale routers. Therefore, it is difficult to enable the package to mark the tracking network. Unlike the methods of 
labeling packages, ICMP tracking generates ICMP, besides the mosque or destination. ICMP messages may be used to 
reconstruct the path of attack. For example, if you enable iTrace, routers generate ICMP samples to destinations with a 
certain probability. The disadvantage of ICMP tracking is will create significant additional traffic for bandwidth 
consumption of resources are already stressed. 
 
SURVEILLANCE IP SPOOFING 
 
Network telescope is an essential technique to control negative spoofing Internet activities. Telescope captures network   
messages, which are mainly generated by the victim of an attack by the traffic with the source code provided in the 
range of property telescope. Then you can select a part of the contract that was attacked by deception traffic. Currently, 
the largest telescope FALL meters is the University of California, San Diego, who owns 1/256 of all IP addresses and is 
mainly used to control the activities of two and worms Moore IL. A technique called “backscatter analysis” which 
concludes denial based on the characteristics of the effects collected by the telescope network is presented. Although 
ICMP error messages received on paper, not further investigate these messages to track spoofer’s. FALL provides data 
available to the public. The main analysis and experimental work of this article on data provided by FALL was done. 
MIT Spoofed project attempts to detect the networks that are capable of launching attacks against deception. 
Volunteers install client that tests the ability to deceive the soldiers and networks involved. 6700 Statistical result 
shows no ass of 30,205 Phishing Filter. 
 
PATH BACKSCATTER 
 
A network device may fail to forward a packet due to various reasons. Under certain conditions, it may generate an 
ICMP error message, i.e., path backscatter messages. The path backscatter messages will be sent to the source IP 
address indicated in the original packet. If the source address is forged, the messages will be sent to the node who 
actually owns the address. This means the victims of reflection based attacks, and the hosts whose addresses are used 
by spoofer’s, are possibly to collect such messages. Thus, from each path backscatter, we can get one is the IP address 
of the reflecting device which is on the path from the attacker to the destination of the spoofing packet and second one 
is the IP address of the original destination of the spoofing packet. The original IP header also contains other valuable 
information, e.g., the remaining TTL of the spoofing packet. Note that due to some network devices may perform 
address rewrite the original source address and the destination address may be different. 
 

VI. ALGORITHMS USED 
 
1. ALGORITHM TO DETERMINE THE SUSPECT SET BASED ON LOOP-FREE ASSUMPTION 
1:  function   GETSUSPECTSET_LOOPFREE(G,r,od) 
2:  SuspectSet   φ 
3:  c   null 
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4: P  shortest path from r to od 
5:  for Vertex v in P do 
6:  if v== r then 
7:                             Continue 
8:  end if 
9:                    G  ̀ G.remove(v) 
10:  if   r   and   od   are  disconnected   in   G  ̀  then 
11:                        c   v 
12:                        break 
13:  end if 
14:   end for  
15:   SG    G.remove(c) 
16:   for Vertex v in SG do 
17:             if V and r are connected in SG then  
18:            SuspectSet    SuspectSet +v 
19:              end if 
20:       end for 
21:      return  SuspectSet 
22:   end function 
 
2. ALGORITHM TO DETERMINE SUSPECT SET BASED ON VALLEY-FREE ASSUMPTION 
1: function  GetSuspectSet_ValleyFree(G,r,od) 
2:  if od€ Cone(r) then 
3:                 return G.nodes() 
4:  else 
5:                    return Cone(r) 
6:         end if  
7:  End function 
 

VII. IMPLEMENTATION OF MODULES 
      
Source 
    In this module, the source will browse the data file, initialize the router nodes, for security purpose source encrypts 
the data file and then sends to the particular receivers (A, B, C, D…). Source will send their data file to router and 
router will select smallest distance path and send to particular receiver. 
 
Router 
    The Router manages a multiple nodes to provide data storage service. In router n-number of nodes are present (n1, 
n2, n3, n4, n5…). In a router source can view node details and routing path details. Source will send their data file to 
router and router will select smallest distance path and send to particular receiver. If any attacker is found in a node 
then flow will be send to IDS manager and router will connect to another node and send to particular receiver. 
 
 
Receiver (End User) 
      In this module, the receiver can receive the data file from the router. Source will send data file to router and router 
will accept the data and send to particular receiver (A, B, C, D, E and F). The receivers receive the file in decrypted 
format by without changing the File Contents. Users may receive particular data files within the network only.  
 
IDS 
The path backscatter dataset, a number of locations of spoofer’s are captured and presented. Though this is not a 
complete list, it is the first known list disclosing the locations of spoofer’s. The server is responsible for data storage 
and files authorization and file search for an end user. The encrypted data file contents will be stored with their tags 
such as file name, domain, Technology, Author, Publication, secret key, digital sign, date and time and owner name. 
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The data owner is also responsible for adding data owner and to view the data owner files. The owner can conduct 
keyword search operations on behalf of the data users, the keyword search based on keywords (Author, Technology, 
Domain, publishers) will be sent to the Trust authority. If all are true then it will send to the corresponding user or he 
will be captured as attacker. The server can also act as attacker to modify the data which will be auditing by the audit 
Server. 
 
Attacker 
   In this module, there are a two types of attacker is present one is who is spoofing the Ip address. Active attacker is 
one who is injecting malicious data to the corresponding node and also passive attacker will change the destination IP 
of the particular node. After attacking a node we can view attacked nodes inside router. 
 

VIII. EXPERIMENTAL RESULTS 
 
In the Experimental results we have seen how  each bandwidth has been implemented and experimentally showed the 
each and every results have been clear showed. 
 
 

 
 

IX. CONCLUSION AND FUTURE SCOPE 
 
The new technique, “backscatter analysis,” for estimating denial-of-service attack activity in the Internet. Using this 
technique, we have observed widespread DoS attacks in the Internet, distributed among many different domains and 
ISPs. The size and length of the attacks we observe are heavy tailed, with a small number of long attacks constituting a 
significant fraction of the overall attack volume. Moreover, we see a surprising number of attacks directed at a few 
foreign countries, at home machines, and towards particular Internet services. We illustrate causes, collection, and 
statistical results on path backscatter. We specified how to apply PIT when the topology and routing are both known, or 
the routing is unknown, or neither of them are known. We presented two effective algorithms to apply PIT in large 
scale networks and proved their correctness. We proved that, the effectiveness of PIT based on deduction and 
simulation. We showed the captured locations of spoofer’s through applying PIT on the path backscatter dataset. 
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