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ABSTRACT - Certificates are essential for validating achievements, qualifications, and personal information, acting as 

gateways to various opportunities such as higher education, career advancement, and promotions. However, the 

traditional methods of certificate issuance and verification are increasingly vulnerable to fraud and manipulation. 

Legacy systems are often inefficient, costly, and bureaucratic, making it difficult to prevent certain types of credential 

fraud. This leads to delays in the verification process, as documents are transferred between institutions and employers, 

who must spend considerable time ensuring authenticity. Given these challenges, there is an urgent need to modernize 

the certification and verification process. This project seeks to address these challenges by developing a secure and 

efficient system for digital credential management, utilizing Blockchain Technology and Capsule Siamese Networks. 

Certificates are stored with pre-hashes on the blockchain, ensuring their integrity. The certificate holder generates a 

one-time symmetric encryption key for secure transmission to the verifier. 

I. INTRODUCTION 

Education verifications are a valuable tool in pre-employment background checks, since they confirm whether or not a 

candidate has earned the diploma or degree claimed, hence highlighting a candidate's qualifications and possibly 

revealing information about your candidate's honesty and integrity. An Education Verification search confirms the 

education, degree, training, or certification claims of a candidate are true and identifies potential discrepancies before 

you hire. Sometimes referred to as an Education Background Check or an Education Check, this service is used to 

confirm educational experience at high schools, universities, colleges. To prevent tampering or reproduction by copier 

machines, most of the genuine educational institutions will have some physical authentication features such as micro-

text lines, UV invisible ink, watermark, security hologram, anti-scanning ink, etc. Most probably, fake degree 

certificate sellers may not put a fake watermark on their fake degrees to give them a real look.  

 

The security hologram, Anti-Scanning Ink, and void features provide an additional feature of anti-scanning and prevent 

these from making a colour replica. If scanned or photocopied, the matter/design would be far different than the 

original colour.  In case of a void feature, the word COPY appears when an attempt is made to copy a degree. This 

feature will not be seen in the original document. However, if photocopied, the feature appears on duplicate copy. 

 

II. LITERATURE SURVEY 

One of the key responsibilities of the Public Key Infrastructure (PKI) is revocation management. Additionally, the 

security of any Public Key Infrastructure (PKI) depends on it. Today’s revocation methods are susceptible to a single 

point of failure when network traffic rises due to the growth in the quantity and size of networks as well as the adoption 



© 2025 IJIRCCE | Volume 13, Issue 4, April 2025                       |DOI:10.15680/IJIRCCE.2025.1304250 

 

IJIRCCE©2025                                                         |     An ISO 9001:2008 Certified Journal   |                                                 9731 

of new paradigms like the Internet of Things and the use of the web. The author uses the strength and resiliency of 

blockchain to overcome these issues and present a productive decentralized certificate revocation management and 

status verification system.  

The author adds a field that specifies which distribution point the certificate will belong to in the event that it is revoked 

using the certificate structure extension field. Then, the author carries out a thorough assessment of our plan using 

performance indicators like execution time and data consumption to show that it can fulfill the demands with high 

effectiveness and little expense.  

Additionally, the author contrasts the effectiveness of our strategy with two of the most widely-used revocation 

approaches, namely the Certificate Revocation List and the Online Certificate Status Protocol. The data collected 

demonstrate that our suggested strategy works better than the existing scheme. 

III. PROPOSED SYSTEM 

Blockchain as a database: 

The database (blockchain) does not store any personal data; it only stores public keys, hashes10 and references to 

public institutions such as schools and universities. Because it operates multiple nodes, it is fail-safe and can withstand 

attacks.  

 

Web client for creating certificates 

 

Certificates are generated via a web service that can either run in the browser in the issuing 

 

In stitution or be integrated into an existing system via an interface. If required, the web service can be integrated into a 

client program.  

 

Web service for checking certificates 

 

A publicly accessible web service shall be provided to verify the authenticity and integrity of certificate files. This web 

service can be used by anyone who has a certificate file, that is, by the certificate holder themselves and all third 

persons and institutions to whom the certificate holder submits their digital certificate file… 

 

ADVANTAGES 

 

• Automate and ensure compliance for the verification process 

• Reduce stress on staff for compliance issues 

• Verification review and approval, comment codes and professional judgements 

• simplifies and manages workflows 

• Faster and efficient certificate verifications to your students. 

• Paperless transactions. 

• Transparent and can be accessed from anywhere in the world. 

• High degree of data privacy. 

• Considerable saving on account of courier time, use of paper, defined search parameters. 
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IV. MODULES 

 

Certificate Locker Web App : 

This secure platform allows users to upload, manage, and share digital certificates.This module comprises a set of 

integrated modules designed to offer a secure and streamlined experience for users in managing their digital credentials. 

BlockChain Integration : 

The Blockchain Integration module is designed to ensure the security, transparency, and integrity of digital certificates. 

This module integrates blockchain technology . 

Certificate Fraud Detection : 

The Certificate Fraud Detection Modules leverage state-of-the-art Capsule-Siamese Networks, a cutting-edge deep 

learning architecture meticulously designed to enhance fraud detection efficiency.  

Certificate Secure Transmission : 

The Certificate Secure Transmission module in the Certificate Locker Web App ensures the secure exchange of 

certificate data between users or verifiers and the system. 

User Interface: 

The User Interface outlines the interactions and functionalities for Certificate Issuers, Certificate Holders, and 

Certificate Verifiers within the proposed system. 

Two Way Communication : 

The Two Way Communication module used to manage interactions among users, ensuring efficient communication, 

and providing timely responses to various system requests.  

Certificate Integrity Verification : 

Using this module, the Certificate Holders have the ability to personally verify the integrity of their certificates by 

accessing the blockchain transactions associated with each certificate. 

Notification : 

The Notification Module ensuring users receive timely alerts and updates. This module delivers real-time notifications 

through various channels, including email, SMS, and in-app alerts. Users can customize their preferences, 

acknowledging received alerts for enhanced communication efficiency. 
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V. EXPERIMENT AND RESULT 

 

 
FIGURE 1 : SYSTEM ADMIN 

 

 
 

FIGURE 2 : CERTIFICATE HOLDER 
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FIGURE 3 : ISSUER APPROVAL 

 

 
 

FIGURE 4  : DIGITAL CERTIFICATE 
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FIGURE 5 : CERTIFICATE UPLOAD 

 

 
 

FIGURE 6 : CERTIFICATE VERIFIER 
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FIGURE 7 : BLOCK VERIFICATION 

 

 
 

FIGURE 8 : CERTIFICATE INFORMATION 

 

VI.CONCLUSION 

 

In conclusion, the project represents a significant advancement in digital credential management, leveraging modern technologies to 

enhance security, efficiency, and accessibility. The project has addressed critical challenges associated with traditional certificate 

issuance and verification methods, such as time-consuming processes, susceptibility to fraud, and lack of transparency. By 

implementing blockchain technology, Capsule-Siamese Networks, and one-time symmetric key encryption, the system ensures the 

integrity and authenticity of digital certificates while streamlining the verification process for users and verifiers.The successful 

development and deployment of the system signify a significant milestone in digital credential management, offering a secure and 

efficient solution for individuals, educational institutions, and employers. 
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