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ABSTRACT: In a distributed computing framework we are built up the framework giving security to data. In this 
system, data owner can upload different file using AES128/192/256 algorithm. Uploaded is stored in different 
fragments as well as in replica also for maintaining the security. For protection concerns, secure ventures over 
encrypted cloud information have motivated a few research works under the single owner model. In our system we 
developed this system for multiple owner’s model with different functionality. In this system, we propose plans to tree 
based ranked multi-keyword search scheme for multiple data owners (TBMSM), We efficiently develop novel search 
protocol based on bilinear pairing,  which enables different data owners to use different keys to encrypt their keywords 
and trapdoors. We can rank the different Multikeyword search over user; we can search over encrypted data using hash 
value md5 or SHA 256 algorithm. We can also fuzzy keyword algorithm search technique also used moreover; User 
can download file at particular place only as well as at particular times only. 
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I. INTRODUCTION 
 
In a distributed computing framework we are built up the framework giving security to data.In this system, data owner 
can upload different file. Uploaded is stored in different fragments as well as in replica also for maintaining the 
security. For protection concerns, secure ventures over encrypted cloud information have motivated a few research 
works under the single owner model. In our system we developed this system for multiple owner’s model with different 
functionality. In this system, we propose plans to tree based ranked multi-keyword search scheme for multiple data 
owners (TBMSM), We efficiently develop novel search protocol based on bilinear pairing,  which enables different 
data owners to use different keys to encrypt their keywords and trapdoors. We can rank the different Multikeyword 
search over user; we can search over encrypted data using hash value md5 or SHA 256 algorithm. We can also fuzzy 
keyword algorithm search technique also used moreover; User can download file at particular place only as well as at 
particular times only.   

 
II. LITERATURE SURVEY 

 
Sofiane Mounine Hemam et al [1] states that the store changing between centers in the volunteer conveyed figuring. 
We propose another technique which relies upon cloning a cloud advantage on at any rate one centers when the amount 
of the customer requesting will be basic at a given time. Our answer allows a prevalent system resolute quality and 
diminishes the response time of the customers by flowing their sales between the volunteer centers. Tragically, the 
replication of cloud organizations restrains the extra space limit. Along these lines, we propose a second figuring that 
picks and deletes the proliferations of a cloud advantage without degradation of the store modifying, using for this the 
Markov Chain Models. The test results, in light of PeerSim test framework, exhibit that the proposed computations can 
effectively achieve extraordinary execution (stack altering) and upgrade the response time. 
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J. Liet.al[2] proposed as Cloud Computing is ordering advancement starting late, entire fragile information is being 
secured onto the cloud. For keeping up data mystery, fragile data are all around encoded, which makes amazing data 
utilize a particularly capricious errand. The Existing open encryption plans gives an unmistakable method to manage 
secure request over encoded data using catchphrases and recouping the indispensable reports of interest. In spite of the 
fact that these systems support simply right watchword look. That is, there is no affirmation of slight linguistic mistakes 
and arrangement inconsistencies which are regular customer looking for direct. Because of this drawback, the present 
techniques winds up opposite in disseminated registering, affecting the structure usability. This makes the customer 
looking experiences incredibly disillusioning and results in low system adequacy. Overcoming the burdens of regular 
request strategies, the Fuzzy catchphrase look for helps the structure accommodation by making the planning and 
material records when customers' looking information sources decisively arrange the predefined watchwords or the 
closest possible organizing or significant archives reliant on catchphrase comparability semantics, when right match 
sensible. 
 
W. Zhang et.al[3] states that with the happening to circulated registering, it ends up being continuously standard for 
data owners to re-suitable their data to open cloud servers while empowering data customers to recoup these data. For 
insurance concerns, secure endeavors over encoded cloud data animated a couple investigates under the single owner 
presentation. In any case, most cloud servers for all intents and purposes don't just serve one owner, rather, they 
reinforce various proprietors to share the benefits brought by cloud servers. In this framework, we propose plans to 
oversee secure situated multi-watchword look in a multi-owner presentation. To engage cloud servers to perform secure 
request without knowing the genuine data of the two catchphrases and trapdoors, we methodically build up a novel 
secure interest show. To rank the filed records and spare the security of congruity scores among watchwords and files, 
we propose a novel Additive Order and Privacy Preserving Function family.Wide examinations on veritable world 
datasets confirm the efficacy and efficiency of our proposed plans. 

 
H. Liet.al[4] proposed thataddress this issue by structure up the fine-grained multi-watchword look plans over encoded 
cloud data. Our extraordinary responsibilities are three-wrinkle. At first, we present the significance scores and 
tendency elements upon watchwords which enable the accurate catchphrase look for and redid customer experience. 
Second, we develop a sensible and particularly efficient multi-watchword look for plot. 
Theproposedschemecansupportcomplicatedlogicsearchthemixed"AND","OR"and"NO"operationsofkeywords.Third,we 
further use the classified sub-word references technique to achieve better efficiency on record building, trapdoor 
making and request. All in all, we separate the security of the proposed plans similar to confidentiality of reports, 
security confirmation of record and trapdoor, and unlink capacity of trapdoor. Through wide investigations using this 
present reality dataset, we support the execution of the proposed plans. Both the security examination and test outcomes 
display that the proposed plans can achieve a comparative security level appearing differently in relation to the present 
ones and better execution with respect to convenience, request eccentrics and efficiency. 
 
 
Xu, W. Kanget.al[5] introducing appropriated figuring establishment is a promising new development and 
unimaginably revives the progression of tremendous scale data accumulating, planning and course. In any case, 
security and insurance end up critical concerns when data owners redistribute their private data onto open cloud servers 
that are not inside their trusted in the board territories. To sidestep information spillage, unstable data must be encoded 
before moving onto the cloud servers, which makes it a noteworthy test to help compelling catchphrase based inquiries 
and rank the organizing results on the mixed data. Most current works simply consider single watchword request 
without legitimate situating plans.In this framework, we propose a versatile multi-catchphrase question plot, called 
MKQE to address the recently referenced drawbacks. MKQE altogether reduces the upkeep overhead in the midst of 
the catchphrase word reference augmentation. It takes catchphrase burdens and customer get to history into thought 
while making the inquiry result. Thusly, the records that have higher access frequencies and that facilitate closer to the 
customers' passage history get higher rankings in the organizing result set. Our tests exhibit that MKQE introduces 
better execution over the present plans. 
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R. Curtmolaet.al[6] proposed Searchable symmetric encryption (SSE) empowers a social event to redistribute the limit 
of his data to another gathering in a private manner, while keeping up the ability to explicitly look for over it. This issue 
has been the point of convergence of dynamic research and a couple of security definitions and advancements have 
been proposed. In this framework we begin by investigating existing contemplations of security and propose new and 
more grounded security definitions. We by then present two improvements that we demonstrate secure under our new 
definitions. Strikingly, despite satisfying more grounded security guarantees, our advancements are more beneficial 
than every single past improvement. Further, prior work on SSE simply considered the setting where simply the owner 
of the data is spasm of submitting look for inquiries. We consider the standard expansion where a self-confident get-
together of get-togethers other than the owner can submit look request. We formally describe SSE in this multi-
customer setting, and present a compelling improvement. 
 
D. Tune et.al[7] acquainting with this framework, we depict our cryptographic designs for the issue of looking on 
encoded data and give confirmations of security to the consequent crypto structures. Our systems have different basic 
central focuses. They are provably secure: they give provable riddle to encryption, as in the untrusted server can't get 
the hang of anything about the plaintext when simply given the ciphertext; they give question constrainment to looks, 
which implies that the untrusted server can't get much else about the plaintext than the inquiry yield; they give 
controlled looking, so that the untrusted server can't check for an optional word without the customer's endorsement; 
they in addition reinforce covered inquiries, so the customer may approach the untrusted server to filter for a puzzle 
word without revealing the word to the server. The computations we present are essential, snappy (for a report of length 
n, the encryption and look counts simply need O(n) stream figure and square figure assignments), and present no space 
and correspondence overhead, and from this time forward are suitable to use today. 
M. Armbrust et.al[8] states that appropriated figuring, the long-held dream of enlisting as an utility, can change a 
tremendous bit of the IT business, making programming much progressively engaging as an organization and merging 
the way in which IT hardware is arranged and got. Designers with imaginative musings for new Internet benefits never 
again require the immense capital expenses in hardware to pass on their organization or the human expense to work it. 
They require not be stressed over-provisioning for an organization whose acclaim does not meet their estimates, thusly 
wasting costly resources, or then again under-provisioning for one that ends up being savagely notable, thusly missing 
potential customers and salary. Moreover, association with significant bundle organized endeavors can get results as 
quick as their tasks can scale, since using 1000 servers for one hour costs near using one server for 1000 hours. This 
adaptability of advantages, without paying a premium for immense scale, is outstanding ever. 
 

III.METHODOLOGY USED IN PROPOSED SYSTEM 
 
A.METHODOLOGY 
In our system data owner can upload different files in encrypted format using AES 128/192/256 algorithm. AES 
algorithm follows following steps as below 

 AES Algorithm For Encryption. 
Input: 
128_bit /192 bit/256 bit input(0,1) 
secret key(128_bit)+plain text(128_bit). 
Process: 
10/12/14-rounds for-128_bit /192 bit/256 bit input 
Xor state block (i/p) 
Final round:10,12,14 
Each round consists:sub byte, shift byte, mix columns, add round key. 
Output: 
cipher text(128 bit) 
Data users can search the file on encrypted data using MD5 algorithm hash value .MD5 algorithm follows following 
steps as below 
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 MD5(Message-Digest Algorithm)  
Steps 1:A message digest algorithm is a hash function that takes a bit sequence of any length and produces a bit 
sequence of a fixed small length. 
Steps 2:The output of a message digest is considered as a digital signature of the input data. 
Steps 3:MD5 is a message digest algorithm producing 128 bits of data. 
Steps 4:It uses constants derived to trigonometric Sine function. 
Steps 5:It loops through the original message in blocks of 512 bits, with 4 rounds of operations for each block, and 16 
operations in each round. 
Steps 6:Most modern programming languages provides MD5 algorithm as built-in functions. 
Data users can search the file using fuzzy keyword search algorithm. Fuzzy keyword search algorithm follows 
following steps as below 

 Fuzzy Keyword Search :- 
Inputs:- 
1.C=(F1,F2,…,Fn)      
2.W={W1,W2,…,Wn} 
3.Edit distance d 
4.A searching input (w, k)  (k<=d) 
For Normal Search Set Up 
Π=(Setup(1λ), Enc(sk, ·), Dec(sk, ·)) 
Twi= f(sk,wi) 
For Fuzzy Keyword  
The wildcard-based fuzzy set of wiwith edit distance d is denoted as Swi,d={Swi,0, Swi,1, · · · , Swi,d}. 

d=1   (2L+1)*26+1 

d=2   C
1

L+1+C
1

L*C
1

L+2C
2

L+2 

For  Searching Input:- 

Π=(Setup(1
λ
), Enc(sk, ·), Dec(sk, ·)) 

Twi= f(sk,wi)         Tw’i= f(sk,w’i) for each w’i∈Swi,d 

Step1 FIDwiEnc(sk,FIDwi||wi){({Tw’i}w’i∈Swi,d，Enc(sk,FIDwi||wi))}wi∈W 
Step 2{Tw’}w’∈Sw,k 
Step 3Enc(sk,FIDwi||wi) 

 Algorithm for fragment placement:- 
Data owner upload file with help of number of fragments and Uploaded file is stored in different fragments. 
Input:-File name 
Output:-File output in form of fragments 
 

 Algorithm for replica’s replication:- 
Data owner upload file with help of number of replica’s and Uploaded file is stored in different replicas. 
Input:-File name 
Output:-File output in form of Replica’s 

 
B. PROPOSED SYSTEM APPROACH 
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Fig.1 Block Diagram of Proposed System 

 
In a cloud computing system we are developed the system providing security for information. Encryption on sensitive 
data before outsourcing can preserve data security. Be that as it may, information encryption makes the conventional 
information use benefit dependent on plaintext watchword look through an exceptionally difficult issue.In this system, 
data owners can upload different file in encrypted format. For protection concerns, secure ventures over encrypted 
cloud information have motivated a few research works under the single owner model. In our system we developed this 
system for multiple owner’s model with different functionality. User login with proper authentication, view file, file 
search using Multikeyword search, fuzzy keyword search, send request, display messages And for download any file 
from particular place and particular time only. Data owner upload file in encrypted format as well as file upload using 
replica’s and fragments. Send secret keys and token to authenticate users only. Cloud view info of user and data owner 
info. Also view file in encrypted format.In this system, we propose plans to tree based ranked multi-keyword search 
scheme for multiple data owners (TBMSM), We efficiently develop novel search protocol based on bilinear pairing,  
which enables different data owners to use different keys to encrypt their keywords and trapdoors. We can rank the 
different Multikeyword search over user; we can search over encrypted data using hash value md5 or SHA 256 
algorithm. We can also fuzzy keyword algorithm search technique also used moreover; User can download file at 
particular place only as well as at particular times only.      
   
C.RESULTS  
In our experimental setup, In table 1,find out number of file upload and file download. In our experimental setup, in our 
system number file upload and download of files. 
 

Sr.No Number of  File 
Upload 

Number of File 
Download 

1 35 15 
 

Table1: No. Upload and download files 
 

In our experimental setup, In table 2, find out number of file upload and file download. In our experimental setup, in 
our system number file upload and download of files. 
 
 

 

Data Owners

File

AES
 Algorithm

Cloud Server

Fragments
Algorithm
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MD5
Algorithm

Data Users

File
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9. Send keys 
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Sr.No No of Search 
Keyword 1 

No of search 
Keyword 2 

No of 
Search 
Name 

1 15 16 18 
 

Table2: No. file Search by keywords 

 
 

Graph 1: No. file file upload and download 
 

From above data, In graph 1,we can see the no. of file upload and no of file download in the graph; we see 35 
files upload by different data owners and 15 different users are download in the graph. 

 
 

From above data, In graph 2,we can see the no. of file search keyword and file name also and no of file 
keyword 2 in the graph; we see 15 files search by keyword and 16 files search by keyword2 by different users 
and 18 files search by file name are shown in the graph. 

 
IV. CONCLUTION 

 
In this study, we consider a multiple data owners model in cloud computing and propose an efficient ranked 
Multikeyword search scheme over encrypted data. In this system, user can search using different searching techniques 
like Multikeywordsearch,Fuzzzy keyword search and Hash Value Search.Upload a file in encrypted format, in a 
replica’s and also in different fragments also. User can download any file in particular place and particular time only.In 
feature, we can  upload data with images and videos also. 
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