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ABSTRACT: This paper presents a Blockchain technology is a technique of securing data in which it contain a list of 
encrypted records, stored in the form of and interlinked with another block with hash code or  cryptographic hash single 
blockchain contains and transaction data cryptographic hash and timestamp. Blockchain technology is a distributed 
ledger which contains transaction data will be accessed by a person in a network each transaction will take place in a 
particular network once the block is validated will not be erased by anyone in a network the updated transaction to all 
the peers so that no chance of modification done by any individual. As the blocks are connected with each other with 
the timestamp and information link which actually points to a previous block. Bitcoin and Ethereum are the two major 
platforms of blockchain Technology.   This paper will tell you about how blockchain technology works, Secure the data 
future scope of usage areas of blockchain Technology and its importance. Mainly this is used in the financial sectors as 
well as non financial sectors.  
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I. INTRODUCTION 
 
Blockchain Technology will allow us to make a transaction without third party involvement directly peer to peer 
communication is established in this type of Technology and copy of every transaction will be placed in the open 
ledger of a network. It is decentralised data structure in which it stores every transaction. Users should be aware of the 
transaction in the network.  
 
PROBLEM FACING IN CURRENT DAYS 
 
Now a days we are actually using cloud storage but the remote accessing of our personal data which was given to the 
third party normal is the date of centralized and stored in a single database from this there is a chance of manipulating 
the data on their own without knowing to the management authority. And also in the cloud the trusted party men 
swindle you that may leads to The Razing of your company. The hacker will easily get into the centralized database 
using SQL injection technique and steal and modify the data. Blockchain Technology will solve this issue completely 
and Secure our data from unauthorised usage.  
 
HISTORY  
 
And the great thing necessity is the mother of invention this leads to the blockchain technology invention on the digital 
currency and digital assets the researchers has been conducted the researches since 1991 and the finally succeeded in 
2004 the concept of blockchain was documented by SANTOSHI NAKAMOTO in 2008 it was implemented for the 
first time in digital coin popularly known as Bitcoin in the year 2014 with this blockchain technology Bitcoin become 
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first digital currency uninstall the trusted authority the Automatic voting system has been conducted in Russia by the 
use of this technology international business machines (IBM) company has opened blockchain research innovative 
centre Singapore in July 2016 all the global industrialized groups are joined to create a global blockchain forum in the 
same year. 
 

II. LITERATURE SURVEY  
 
WHY TO USE BLOCKCHAIN TECHNOLOGY  
 
With the blockchain technology the transaction will be done without any middleman transaction will be trusted 
transaction will be with transparency It also reduces the cost of transaction that can be done. For example if you want to 
send $10 to the haseeb from the bank it charges $1 as the transaction charges and also it takes time to do the transaction 
but in the blockchain technology send the accurate amount that we want to send to the other person and all the 
transaction will be done within seconds. No single point of failure will transactions. You can track the transaction in the 
real time no alterable will be done and it provides high security to our transaction.  
 
WHY BLOCKCHAIN IS IMPORTANT  
 
We all know that the sharing information can be done over the medium of internet you can share anything that present 
around you but when it comes to the money transfer we usually fallback and old fashioned centralised financial 
establishment like Bank as said earlier the blockchain technology consists of secure hash algorithm which cannot be 
cracked by and any individual. 
 
WORKING OF BLOCKCHAIN TECHNOLOGY  
 
If someone wants to request a transaction the required transaction is broadcast to a peer-to-peer network consists of a 
computers known as nodes this node should be validate in a network by a peer. It is impossible to add a record unless 
all parties in the network agrees. The genesis block is the starting block of blockchain Technology. Once the node  is 
verified then it was added in the network and it will not be removed from there.  
 

 It has no intrinsic value in that is not redeemable for another commodity such as gold  
 It has no physical form and exist only in a network  
 Its supply is not determined by a central bank and the network is the completely decentralized  
 Once verified the transaction is combined with the another transaction to create a new block of data for ledger  
 The new block is then added to the existing blockchain in a way that is permanent and unalterable and hence 

the transaction  has been completed. 
  

Hash: the digital signature or fingerprint of the data present in the block 
Data : this is a transaction made by any peer  
Previous hash : the hash that points to the next block. 

III. HOW THE BLOCKCHAIN TECHNOLOGY PROVIDE SECURITY FOR THE DATA 
  

As mentioned in the past block contains hash which is the fingerprint of the data and the previous hash this are 
interlinked with one another if any unauthorised person has been entered in the network and try to modify the data, then 
the hash will change automatically resultant that criminal will be caught . Being decentralised it was shown to everyone 
so that its securing our data. It’s hard to the hackers to break the hash code of the blockchain technology. 
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WHAT TYPE OF DATABASES CAN BE LINKED TO THE BLOCKCHAIN TECHNOLOGY 
 
For this blockchain technology we can link any databases suchas realestate and wallet bank and public sector and 
companies and many more databases, hence every transaction will be done with the help of our smart phone. 
 

IV. AREAS OF USAGE 
 
Being blockchain is an emerging Technology this can be used in wide areas. This is having in both financial and non 
financial sectors.  
 
FINANCIAL SECTOR  
 
Data storage: The blockchain is used mainly for the  data security as hard to  break the hash algorithm  
 
Currency exchange : In a exchanging with the currency this technique will plays a major role each and every single 
record is very important peer-to-peer transfer: It established a communication between sender and receiver so that there 
is no chance of middleman to enter into it. 
  
Ride sharing: No problem take place while sharing the ride in cabs  
Trading platform: Main intention of the blockchain technology is to provide a  data safe in the marketing each and 
every transaction is essential to make the record.  
 
Gaming: Every line of code is important to the developer in order to make his game successful what is blockchain 
technology  helps a great. 
 
NON-FINANCIAL SECTOR  
 
Real estate: For the registering of land, house & plot every document is essential so with the help of blockchain 
technology  we can track the all the registered documents in a particular area so that it is easy to buy  land house and 
Plot for an individual.  
 
Application development: Technology is most useful for the developers and the team in a way such that the Project 
leader and his team can easily communicate and share the code that they was developed and the every programmer is 
intended to be write the blocks of code every single line of code is important in the application development  
 
Blockchain in IOT: With the help of this technology we can make the improvement in the internet of things as it is 
decentralized you can share the information to any peer in the network. Example : a women safety using iot and 
woman was in danger so that message can be sent to everyone in a network. 
 
Smart contract: computer program that directly controls the transfer of digital currencies or assets between parties 
under certain conditions.  It does this by taking in information as input, assigning value to that input through the rules 
set out in the contract, and executing the actions required by those contractual clauses – for example, determining 
whether an asset should go to one person or returned to the other person from whom the asset originated. These 
contracts are stored on blockchain technology, a decentralized ledger that also underpins bitcoin and other 
cryptocurrencies. Blockchain is ideal for storing smart contracts because of the technology's security and immutability. 
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V.  FUTURE SCOPE OF BLOCKCHAIN 
 

Healthcare:Using this technology it is easy to track treatment of a patient of similar department how far is medicated. 
  
Voting system: In an voting system each and every vote is important for an individual to be a winner so the data 
should not be centralized using this technology the data will be decentralized if anyone tries to manipulate will be 
easily identified and there is no chance of fake votes. 
  
Cyber risk reduction: As it is hard to crack the hash algorithm produce the cyber risk reduction authorized can be 
used no record will be entered without the peer acceptance.  
 
Criminal tracking: As it is a decentralized a network if any unknown entity has been entered and tries to change the 
data will be easily tracked by the all the members and hence the criminal will be easily tracked.  
 
New industry opportunity: Being this technology is evolution of a new era of a data security this provides a lot of 
opportunity to the upcoming students to provide job opportunity and to establish new industries. 
  
Transaction speed increased: As it provides direct communication between the sender and the receiver the transaction 
speed was increased as Bank stake 2 to 3 days to complete the transaction from India to New York with the help of this 
technology the transaction  will be completed within seconds thus makes the transaction speed more. 

VI. CONCLUSION  
 

Blockchain has been given high expectations in recent years. The application of blockchain has already extended to 
ICT and network security fields from finance. As revolutionary new technology in the Internet era, blockchain is 
accelerating its combination with existing technology and constantly generating new business model. . Blockchain 
technology is a revolution on the level of the invention of the Internet all seven years of existence bitcoin did not stop 
trying to hack the system, but they were unsuccessful. This paper could conclude that  hope this technology may give a 
high data security in to databases from all the manipulations done and in future the scope of usage will be more in this 
technology.  
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