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ABSTRACT: In Cloud Computing Data Sharing enables multiple participants to freely share the different group data, 
which widely improve the efficient of work in cooperative. How to ensure the security of data sharing within group and 
outsourced data in group manner are formable challenges. The Key protocols have played a very important role in 
secure and efficient group in cloud computing. To solve this problem in this paper, Symmetric balanced incomplete 
block design (SBIBD) are used for key Security and un- authorized user can’t access the Data from different group. 
SBIBD is used the general formula for generating the common conferences key K for multiple Participants. General 
formula (v, k+1, 1) block design is used to data are stored. As Result of storing data from dynamic group and Data are 
divided Blocks and System Performances are a better as compared to Exiting Scheme with help of best algorithms is 
Blows fish and DES and Encryption used as fully Homomorphism encryption . 
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I. INTRODUCTION 
 

In Cloud Computing Data Sharing empowers various members to unreservedly share the diverse gathering information, 
which broadly enhance the proficient of work in helpful. Instructions to guarantee the security of information sharing 
inside gathering and redistributed information in gathering way are formable difficulties. The Key conventions have 
assumed an essential job in secure and effective gathering in distributed computing. To take care of this issue in this 
paper, Symmetric adjusted inadequate square structure (SBIBD) are utilized for key Security and un-approved client 
can't get to the Data from various gathering. SBIBD is utilized the general recipe for producing the basic meetings key 
K for different Participants. General recipe (v, k+1, 1) square structure is utilized to information are put away. As 
Result of putting away information from dynamic gathering and Data are partitioned Blocks and System Performances 
are a superior when contrasted with Exiting Scheme with help of best calculations is Blows fish and DES and 
Encryption utilized as completely Homomorphism encryption. 

 
 Motivation:- 
The Main Aim in “Identity Based Integrity Auditing “to Share the Data with Sensitive information hiding and Stored 
the     Data into Block level using homoromorship Encryption. 
 

II. REVIEW OF LITERATURE 
 

1. “Public key encryption with keyword search We consider the issue of looking for on data that is encoded 
using an open key system. Consider customer Bob who sends email to customer Alice mixed under Alice's open key. 
An email entryway needs to test whether the email contains the catchphrase "sincere" with the objective that it could 
course the email fittingly. As another portrayal, consider a mail server that stores various messages straightforwardly 
encoded for Alice by others. Utilizing our instrument Alice can send the mail server a key that will empower the server 
to see all messages containing some explicit catchphrase, in any case get nothing else. We depict open key encryption 
with watchword demand and give two or three enhancements [1]. 
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2. “Vabks: Verifiable attribute-based keyword search over outsourced encrypted data” Typically nowadays for 
data proprietors to re-appropriate their data to the cloud. Since the cloud can't be totally trusted, the re-appropriated data 
should be encoded. This in any case brings an extent of issues, for instance, How should a data proprietor give look 
capacities to the data customers? In what way can the endorsed data customers look for over a data proprietor's re-
appropriated mixed data? By what means can the data customers be ensured that the cloud dependably executed the 
interest assignments for the wellbeing of they? Impelled by these request, we propose a novel cryptographic course of 
action, called evident trademark based catchphrase look (VABKS). The game plan allows a data customer, whose 
accreditations satisfy a data proprietor's passageway control system, to (I) investigate the data proprietor's re-
appropriated encoded data, (ii) redistribute the grim interest errands to the cloud, and (iii) affirm whether the cloud has 
constantly executed the request exercises. We formally describe the security essentials of VABKS and portray an 
improvement that satisfies them. Execution appraisal exhibits that the proposed plans are reasonable and deployable 
[2]. 
 
3. Fuzzy identity-based encryption. We present another kind of Identity-Based Encryption (IBE) plot that we call 
Fuzzy Identity-Based Encryption. In Fuzzy IBE we see a lifestyle as set of edifying properties. A Fuzzy IBE contrive 
mulls over a private key for a character, ω, to disentangle a cipher text encoded with an identity, ω 0 , if and just if the 
characters ω and ω 0 are close to one another as evaluated by the "set cover" evacuate metric. A Fuzzy IBE plan can be 
related with empower encryption utilizing biometric responsibilities as personalities; the mistake resistance property of 
a Fuzzy IBE plot is absolutely what considers the utilization of biometric characters, which normally will have some 
bustle each time they are dissected. Likewise, we show that Fuzzy-IBE can be used for a kind of usage that we term 
"characteristic based encryption". In this paper we show two advancements of Fuzzy IBE designs. Our advancements 
can be viewed as an Identity-Based Encryption of a message under a couple of properties that shape a (feathery) 
character. Our IBE designs are both bumble tolerant and secure against connivance ambushes. Additionally, our basic 
advancement does not use sporadic prophets. We show the security of our plans under the Selective-ID security 
show[3] 
 
4. “Searchable encryption revisited: Consistency properties, relation to anonymous IBE and extensions” We 
perceive and fill a couple of openings as to consistency (how much false positives are made) for open key encryption 
with watchword look for (PEKS). We portray computational and genuine relaxations of the present idea of faultless 
consistency, show that the arrangement of is computationally relentless, and give another arrangement that is 
quantifiably dependable. We in like manner give a difference in a strange IBE plan to a secured PEKS plot that, not at 
all like the previous one, guarantees consistency. Finally we suggest three developments of the basic musings 
considered here, specifically puzzling HIBE, open key encryption with brief catchphrase request, and character based 
encryption with watchword look[4]. 
 
5. “Anonymous hierarchical identity-based encryption (without random oracles)” We demonstrate a character 
based cryptosystem that features totally obscure cipher texts and different leveled key assignment. We give a proof of 
security in the standard model, in light of the delicate Decision Linear multifaceted nature supposition in bilinear get-
togethers. The system is powerful and helpful, with little cipher texts of size direct in the significance of the chain of 
significance. Applications join interest on encoded data, totally private correspondence, etc. Our results settle two open 
issues identifying with obscure character based encryption, our arrangement being the first to offer provable mystery in 
the standard model, despite being the first to recognize totally strange HIBE at all dimensions in the chain of 
importance [5]. 
 
6. “Efficient public key encryption with revocable keyword search” Open key encryption with watchword look is 
a novel cryptographic rough engaging one to look for on the encoded data explicitly. In the known plans, once getting a 
trapdoor, the server can look for related data without any confinements. In any case, really, it is once in a while crucial 
to shield the server from glancing through the data all the time in light of the way that the server isn't totally trusted. In 
this paper, we propose open key encryption with revocable watchword chase to address the issue. We in like manner 
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develop a strong improvement by dividing the whole presence of the system into specific events to achieve our 
destinations. The proposed plot achieves the properties of the caprice of cipher texts against a flexible picked 
watchwords ambush security under the co-decisional bilinear Diffie– Hellman assumption in our security illustrate. 
Differentiated and two somewhat plots, our own offers much better execution to the extent computational expense [6]. 
 
7. “Practical techniques for searches on encrypted data” It is alluring to store information on information 
stockpiling servers, for example, mail servers and record servers in encoded shape to diminish security and protection 
dangers. Yet, this as a rule suggests that one needs to forfeit usefulness for security. For instance, if a customer wishes 
to recover just archives containing certain words, it was not already known how to let the information stockpiling 
server play out the inquiry and answers the question without loss of information classification [7].  
 

III. PROPOSED WORK 
 

a. Proposed System Architecture  
 

 

 
 

Fig.1: System architecture 
 

IV. SYSTEM OVERVIEW 
 
In Our System proposed an identity-based data integrity auditing scheme for secure cloud storage, which supports data 
sharing with sensitive information hiding. In our Application doctor upload the data into cloud with user and researcher 
when Doctor Share the data with User that file go to Admin and admin convert into Binary format and after that binary 
format file again convert into Homomorphic encryption and Stored into Block Level. 

 
In System there are six roles such as the Doctor and Sanitizer (Admin) and Patient (User) and Researcher and TTP 
(Trust Third party) and PKG (Private Key Generated) First in System Doctor upload the Report According to their 
choice of User and Researcher if Doctor Select the Patient Upload the Report with patient ID after uploading Sanitizer 
Convert the Data into Binary format using Specialized Algorithms. After converting into Binary part Cloud Server 
provider is stored the Data into Homomorphic Encryption and Copy into Block Level. At that Cloud Server provider 

http://www.ijircce.com


 
                   

                                       
                                               ISSN(Online):  2320-9801 

                ISSN (Print) :  2320-9798     

International Journal of Innovative Research in Computer 
and Communication Engineering 

(A High Impact Factor, Monthly, Peer Reviewed Journal) 

Website: www.ijircce.com 
Vol. 7, Issue 3, March 2019 

 

Copyright to IJIRCCE                                                               DOI: 10.15680/IJIRCCE.2019. 0703070                                        1960 

  

PKG generated Private Key of File and Sored. User Search the Report then Search By patient ID then TTP First 
auditing that and given permission of Report and PKG Given Private key the user Download the Report. 
 

V. ALGORITHMS 
 
1. AES Algorithms :- for content level encryption  
AES is the algorithm used by modern computers to encrypt and decrypt messages. It is an asymmetric cryptographic 
algorithm. Asymmetric means that there are two different keys. This is also called public key cryptography, because 
one of them can be given to everyone. Key generation has two phases. The first phase is a choice of algorithm 
parameters which may be shared between different users of the system, while the second phase computes public and 
private keys for a single user. 
  
Steps:- 
1. Choose p = 3 and q = 11 
2. Compute n = p * q = 3 * 11 = 33 
3. Compute φ(n) = (p - 1) * (q - 1) = 2 * 10 = 20 
4. Choose e such that 1 < e < φ(n) and e and n are co-prime. Let e = 7 
5. Compute a value for d such that (d * e) % φ(n) = 1. One solution is d = 3 [(3 * 7) % 20 = 1] 
6. Public key is (e, n) => (7, 33) 
7. Private key is (d, n) => (3, 33) 
8. The encryption of m = 2 is c = 27 % 33 = 29 
9. The decryption of c = 29 is m = 293 % 33 = 2 
 
2. Fully Homomorphism Encryption Using Blind Signature Algorithms :- 
Steps:- 
1) Generate two large random primes and Q each roughly the same size. 
2) Compute n=pd and ɸ=(p-1)(q-1) 
3) Select a random integer e,1<e<Q, such that gcd(e, ɸ)= 1 
4) Compute the unique integer d,1<d< ɸ such that ed=1(mod ɸ) 
5) Public key is (n,e) private key is d  
 
3. Block Generating (v, k+1, 1) :- generating a new block :- 
1) for i=0;i<=k;i++ do 
2) for j=0;j<=k;j++ do 
3) if j==0 then  
4) Bi,j=0; else 
5) bi,j=ik+j; 
6) end if  
7) end for 
8) .end for 
9) for i=k+1 ;i<=k +k ;i++ do 
10) . for j=0;j<k ;j++ 
11) .j==0 then  
12) Bi,j=[(i-1)/k +1] 
13) Else 
14) Bi.k=jk+1 +Mod k+1(i-j+(j-1)[i-1]/k+1) 
15) . End if 
16) End for  
17) End for 
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4. Re-construction of B :- reconstruction of new Block :- 
 
1) E0=B0; Steps 1 
2) For t=1;t<=k+1;t++ do  
3) Et=Btk+1 Steps 2 
4) Btk=[Flag]=1; 
5) Eet,1=B[Et,t/ K] steps 2 
6) Btk+1[flag]=1 
7) End for  
8) For i=k+1 ;i<k+1; i++ do  
9) If Bi[Flag]!=1 then  
10) Ebi[i+1/K]=Bi steps 3  
11) End if  
12) End For  
 
ADVANTAGES:-  
 
1.  In our system cloud then sensitive information is hidden with help of hidden data identity Auditing called as 
the identity based shared data. 
2. In Our System the file stored in the cloud able to be shared and used by others on the condition that the 
sensitive information is protected while the remote data integrity auditing is still able to be efficiently executed. 
3. In Cloud Stored using Block Level concepts. 
 

VI. CONCLUSION 
 

In this paper, we proposed an identity-based data integrity auditing scheme for secure cloud storage, which supports 
data sharing with sensitive information hiding. In our scheme, the file stored in the cloud can be shared and used by 
others on the condition that the sensitive information of the file is protected. Besides, the remote data integrity auditing 
is still able to be efficiently executed. The security proof and the experimental analysis demonstrate that the proposed 
scheme achieves desirable security and efficiency. 
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