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ABSTRACT: In this paper, Graphical passwords have been designed to try to make password more memorable and 

easier for people to use, and it is less vulnerable to brute force attacks than a text-based password. The aim of Graphical 

password by segmentation of image (GPSI) is to implement a strong security for a learning management system  The 

coordinates of the segmented image allow the system to fragment the image and store it as different parts.   
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I. INTRODUCTION 

A) Passwords Should Be Easy To Remember, And The User Authentication Protocol Should Be Executable Quickly 

And Easily By Humans.B) Passwords Should Be Secure, I.E., They Should Look Random And Should Be Hard To 

Guess; They Should Be Changed Frequently, And Should Be Different On Different Accounts Of The Same User. 

They Should Not Be Written Down Or Stored In  Plain Text. Hence, Graphical Passwords Act As Alternative To 

Alphanumeric Passwords Because They Serve As A Solution To The 'Password Problem'. 

 
II. RELATED WORK 

 

The different types of passwords used nowadays are recognition-based and recall based are some of the examples. In 

recall based,a person is required to regenerate the password, he stored atthe time of registration process. The 

disadvantage in this process is that it depends on recall of password and if the user does a mistake the authentication 

isdenied.In the recall based process, there is a chance of someone replicating the same password.Jeermyn,et al 

 

III. METHODOLOGY 
 

 
 

Fig.1 System Architecture 
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In this architecture first is a user registration and upload the image .The user will be filled their information and 

select password image .Then system is analysis image and stored image as a password then user will be login to the 

system &fetcvh that image and this image will be jumbling then  image will be display on our screen.ater fetching 

image system are arranged pattern of image then image will be the matching the system  and check authentication & 

application use of system 

 

 
Fig.3 Activity Dig. 

 

IV. CONCLUSION  
 

The Main Argument For Graphical Passwords Is That People Are Better At Memorizing Graphical Passwords Than 

Text-Based Passwords. Our Preliminary Analysis Suggests That It Is More Difficult To Break Graphical Passwords 

Using The Traditional Attack Methods Such As Brute Force Search, Dictionary  
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