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ABSTRACT: Today’s world has the largest issue in handling global temperature by cutting down on slaughter of
green vegetation for the purpose of making paper. In this paper, the authors have tried to give an alternative where
stuffs like that of keeping attendance records and managing them can be done without the usage of paper at all. In
educational institutes normally the attendance of students are taken in normal printed stationery and to get consolidated
report again the attendance is entered in computer and which is essentially a duplicate work. The present system based
on minimizing wastage of papers but also minimizing wastage of manpower and time. In the present paper the authors
have proposed a mobile enabled on-line attendance system which will not only save time but will save wastage of
papers and indirectly help to make the environment green.

KEYWORDS: LAN, WAN, Server, Client, Networking

I. INTRODUCTION

The attendance system uses the mobile phone as the prime saviour of the problem. The mobile phone is connected to
a database connected either through a LAN(Local Area Network) or a WAN(Wide Area Network) to the server
containing the database. The mobile phone can be used to give and extract attendance from the database without using
any usage of paper within.

The system deals with getting the information from the user that he/she has attended his/her workplace on time
without making the intervention of any paper work in between thus saving a lot of wastage of paper and thus saving
trees in return. The network devices (can have any Operating System), are connected to LAN(Local Area Network)
using a router with the main database server. At this point when ever the user comes at a radius of <= 250 m (for a
router with this particular specification) can connect to this network containing the database server. The user after
connecting to this LAN has to open up the attendance application in their respective network devices. This application
can be switched on only if the user has the correct authentication details(for example. Password details of the registered
user to the database server). In case of connecting the network device to a WAN(wide area network), the device’s
location shall be checked using the GPS(Global Positioning System) installed in the respective network devices. If the
GPS reading will be tallied with the reading from the location stored in the server database. If the reading differs in a
manner such that, GPS reading > 250 meters from the location of the attendance office of the organization, then the
user will not be able to open up the application in his/her network device. Upon successful opening up of the
application, the user needs to give his/her authentication details and log into the network. The time limit for attendance
will also be settled by the organization administration which will be stored in the remote server database. As soon as an
user tries to give attendance after the time limit that has been extracted from the database, the user will be shown with
an error message that database could not be updated at that point of time. Thus, the system, will be helping user and the
administrator to be smarter in giving attendance and maintaining the employee book/ attendance register without any
intervention of usage of paper, leading to a greener initiative.
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Fig 01: Depicting the working of the system in LAN implementation
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Fig- 02: Depicting the system implementation for a WIDE AREA NETWORK
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1. BLOCK DIAGRAM FOR SYSTEM IMPLEMENTATION IN LAN

The main process of instslling the svstem starts by creating tha
database using a server sids application build on anv high lavel
langnagz, along with information such as the tima limit for giving
attendanca. Everv natwork devics must be ragistarad using their
physical addrass and the uniqus identification password of the user
forlogging the user in.

Omnce the database becomss ready, the swstem bacomes ready for
accepting the attendsnca svstern. It can be Lept static in anw placs
of mads to move sbout for LAM({Local Arsa MNatwork)
implamantation. Tha databass can be sasily stored insids the sarver
svstam and can bz accessed with properly developad application
softwaras.

The server sids applicstion neads to be startad by ths
administration or it can be antomatically switched on during a
eiven tims. Tha users will only be able to give attendancs if all
threz condition suffices:

Condition 1 : If the user reachas the oreanization at the correct
tima.

Condition 2: If the user provides the correct authantication datails
of tha registered user.

Condition 3 : Ifthe useris in the provided / pra-decided vicinity of
the ramots database server.

Ths remots database on the server computer can be updatad to the
main database of the organization using & propesdy desizmed
application program for anyv siven operating svstem{05).

DOI: 10.15680/IJIRCCE.2017. 0504015

6680


http://www.ijircce.com

| (IJIRCCE‘?

ISSN(Online): 2320-9801
ISSN (Print): 2320-9798

International Journal of Innovative Research in Computer
and Communication Engineering
(An 1SO 3297: 2007 Certified Organization)

Website: wwwv.ijircce.com

Vol. 5, Issue 4, April 2017

IV.BLOCK DIAGRAM FOR SYSTEM IMPLEMENTATION IN WAN

Tha main procass of installing the systam starts by creating the
database using a server side application build on any high lewal
languagpe, along with information such as the time limit for siving
attandancs. Evary network device must ba registered using their
physical addrass and the unigue identification password of tha user
forlogeing the usarin.

Once the database becomess raady, the svstem becomes readw for
accepting the attendance svstem. Is is placed in a static [P in a
ramotz server databass. Ths WAMN{(Wide Arsa Network)
implementation raguires the databasz to bz kapt in a remots server
and time of attendancs acesptance must be handled vary carafully
and nsedad concepts of network sacurity must be applisd for
perfact working of the systam.

Ths main datsbase {s updated, so no re-updation is required. The
swstamn is safe.

Tha Sarver is alwavs readw to daliver services of notifications
regarding present attandancs but the ussrs will only be abls to giva
attandancs if all three condition suffices:

Condition 1 : If the user reachas the oreanization at the corract
tima.

Condition 2: If the user prowvidas the correct authantication details
of the registersd user.

Condition 3 : If the user is in the provided / E\ﬁ—ﬁde{:id—'_-d vicinity of

the ramota datsbasa sarvar.
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VI.LOGICAL AND IMPLEMENTABLE DETAILS

The system has been tested for a group of students of a class and their respective attendances were taken and the results
were very promising. The system implementation details are tabulated as follows:

DATABASE SERVER USED SQL SERVER 2008 ENTERPRISE EDITION R2
NETWORK TYPE USED LOCAL AREA NETWORK (LAN)
ATTENDANCE SERVER SIDE APPLICATION BUILT IN C# AS A WINDOWS FORMS

APPLICATION (CAN BE EASILY EXPORTED TO
OTHER O.S. ASWELL)

ATTENDANCE CLIENT SIDE APPLICATION BUILT IN ANDROID O.S. ( CAN BE EASILY
EXPORTED TO OTHER O.S. AS WELL)

The client side application built on android operating system was a very user-friendly software. The main logic of the
system can be expressed in the form of a well-laid out algorithm:

Step1 As soon as the teacher enters the class, he/she can switch on his/her computer/laptop and connect to any
particular LAN(Local Area Network).

Step 2 So, the database server is online and the teacher can start the server side application.

Step 3 With the start of the server side application, the application generates a random HASH key and broadcasts the
information on the server side machine. The server broadcasts the following information : Date, Professor Name,
Subject Name, Semester details, Course Details for this particular testing group.

Step 4 Any given student in order to start the client side application in his/her android device needs to enter his/her
registered password as well as this HASH key.

Step 5 The entering of HASH key, ensures that the student is physically present in the class.

Step 6 Now, the student will be able to both check his/her attendance and enter his/her attendance. The application
automatically downloads the result through the LAN(Local Area Network)

Step 7 The student can only give his/her attendance at any point of time now.

Step 8 As soon as the teacher feels that the class is over, he/she clicks on a button “END CLASS”. This helps to end
class and generates the second HASH key to be entered by the student.

Step 9 The attendance gets updated only after the student enters the last password correctly into the system. The
teacher can find all relevant details of the student’s attendance on the server through the server-side application
after the attendance gets updated suitably..

Step 10 An acknowledgment is sent to the student on successful entry of attendance

The database can be accordingly designed on the server side as and for a given particular organization or community.
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VII. RESULTS AND DISCUSSIONS
The following results depict the working of the system for the tested group :
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Fig. 03: The user-end application after successful connection to the server database and fetching the information
that has been broadcast by the server.
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Fig. 04: The server side application before been started by the teacher.
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Fig 05: The Server-side application with the dynamic IPV4 address in the LAN for the user side network devices
to connect with.
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Fig 06: The Server-side application after generating the first HASH key.
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Fig 07: The Server-side application after generating the second HASH key and the recorded attendances from the
network devices connected to the LAN(Local Area Network)
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VIII. CONCLUSIONS

The implementation will be different in different environment. But the results that have been seen in this prospect

have got to say that it is good enough to be implemented in any organizations or communities for managing their
attendance records. This can change the trend of keeping records on paper or using finger print which at times fail too.
This method can be utilized in all types of organizations and will really be helpful for the rest of the globe to decrease
the usage of paper.
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