
         

                      ISSN(Online): 2320-9801 
              ISSN (Print):  2320-9798                                                                                                                             

International Journal of Innovative Research in Computer 
and Communication Engineering 

(An ISO 3297: 2007 Certified Organization) 

Vol. 4, Issue 2, February 2016   

Copyright to IJIRCCE                                                     DOI: 10.15680/IJIRCCE.2016. 0402188                                                   1837 

 

 

Novel Approach for Protective Spring 
Location Privacy in Wireless Sensing Element 

Networks 
 

G. Narendran, R.S.Rajumar 
Assistant Professor, Department of Computer Science and Engineering, Sri Ramakrishna Engineering College, 

Coimbatore, India 

 
Abstract: In wireless device network, adversaries try and kill the monitored object by use of traffic data. During this 
paper, we have a tendency to 1st outline hotspot event that causes associate clear variation within the network path as a 
result of massive volume of packets generating from a little space. And so victimization realistic opponent model, we 
have a tendency to introduce a hotspot-locating attack wherever the opponent analyse the traffic data to find hotspots. 
Finally, we have a tendency to introduce a cloud-based theme for protective supply node location privacy against 
hotspot-locating attack by making a cloud with associate irregular form of faux traffic and conceal the supply node 
within the nodes forming the cloud. As a result of scale back the energy price, the clouds square measure active solely 
throughout knowledge transmission and also the intersection of clouds creates a bigger incorporated cloud, to scale 
back the quantity of faux packets and conjointly robust privacy preservation. During this theme will offer stronger 
privacy protection than routing primarily based} theme and needs abundant less energy than global-adversary based 
schemes. 
 
KEYWORDS:  Wireless detector network privacy, source-location privacy-preserving schemes, context privacy, and 
obscurity. 
 

I. INTRODUCTION 
 
A wireless sensing element network (WSN) consists of an oversized variety of sensing devices, known as sensing 
element nodes. WSNs have found several helpful applications for automatic information aggregation [1], [2], [3],such 
as surround observance, military police investigation, and target chase, for observance the activities of enemy troopers 
or valuable assets, e.g., vulnerable animals. Once a sensing element node detects a soldier or associate vulnerable 
animal, it reports the event to the information collector known as the Sink. During this paper, we have a tendency to 
contemplate surround observance applications wherever the WSN is deployed for observance pandas. As an example, a 
WSN has been deployed by the Save-The-Panda Organization to observe pandas in a very wild surround observance. 
[4]. Whereas pandas move within the network, their presence and activities square measure sporadically detected by the 
sensing element nodes and reported to the Sink. The prevailing supply location privacy-preserving schemes are 
classified into global-adversary-based and routing-based schemes. These schemes use either weak or surreal antagonist 
model. 

The global-adversary-based schemes [6], [7] assume that the resister will monitor each radio transmission in each 
communication link within the network. To preserve supply nodes’ location privacy, every node must send packets 
sporadically, e.g., at fastened time slots. If a node doesn't have detected information at only once slot, it sends dummy 
packet, so the resister cannot recognize whether or not the packet is for a true event or dummy information. However, 
the belief that the resister will monitor the transmissions of the complete network isn't realistic, particularly once the 
WSN is deployed in an exceedingly giant space. Moreover, if the resister includes a world read to the network traffic, 
he will find pandas while not creating use of the network transmissions sending dummy packet sporadically consumes 
a big quantity of energy and information measure, and reduces packet delivery magnitude relation thanks to increasing 
packet collision, that makes these schemes impractical for WSNs with limited-energy nodes. 
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II. RELATED WORKS 
 
Recently, scene privacy in wireless and wired networks has gained abundant attention. Totally different schemes are 
developed to guard users’ privacy in location trailing systems [8] that confirm the users’ positions for location-based 
services. Location privacy in these schemes is content bound, wherever location info is collected and guarded because 
the users’ non-public knowledge. Onion routing [9] provides anonymous communications for the web by concealment 
the identities of the top users of a communication session. The projected schemes in [10] conceal the nodes’ 
network/MAC addresses so as to realize anonymous communications for mobile circumstantial networks. However, 
these schemes use totally different network and threat models from those appropriate for the supply location privacy 
downside in detector networks. The projected theme in uses pretend packet injection to preserve the situation privacy of 
the Sink. The theme makes it laborious for associate degree opposes to deduce the situation of the Sink by creating the 
directions of each incoming and outgoing traffic at every node uniformly distributed. 
 

Routing-based schemes preserve supply nodes’ location privacy by causing packets through completely 
different routes to create back tracing the movement of the packets from the Sink to the supply nodes impossible. In [5] 
a random-walk-based privacy-preserving theme, known as Phantom, is projected. Every packet takes a stochastic 
process to a random location before it's sent to the Sink. However, the theme fails if the adversary’s overhearing vary is 
over the sensing element nodes’ transmission vary. To resolve this drawback, the supply node will attach the direction 
of the stochastic process to the packet header, and every node within the random-walk route forwards the packet to a 
random neighbour within the same direction. However, once a packet is captured within the random-walk route, the 
resister will understand the direction info to the supply node that reduces the complexness of tracing the packets back 
to the supply 

 

 
 

Fig. 1. The architecture of the considered WSN 
 

III. ADVERSARY MODEL 
 

The soul could be a hunter World Health Organization eavesdrops on the wireless transmissions and tries to 
form use of the network traffic to work out the locations of pandas to hunt them. The soul distributes a bunch of 
observance devices in areas of interest, referred to as observation points, to gather the traffic data in these areas, 
however he cannot monitor the traffic of the whole network. The soul analyzes the knowledge collected by the 
observance devices to find pandas or modification the observation points, e.g., to be nearer to pandas. For instance, Fig. 
a pair of shows that the soul distributes 5 observance devices in 5 observation areas named A1; A2; A3; A4, and A5. 
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Fig. 2. The adversary model. 
 

In addition, the adversary has the following characteristics: 

 
 

IV. HOTSPOT-LOCATING ATTACK 
 

Hotspot Phenomenon  
A hotspot is formed when a large volume of packets are sent from the sensor nodes of a small area, causing an 

obvious inconsistency in the network traffic which may last for some time. The adversary attempts to make use of this 
traffic inconsistency to locate hotspots to hunt pandas. Figs. 3 and 4 can illustrate the hotspot phenomenon. Fig. 3 
shows the average packet sending rate of each sensor node when there are no hotspots and using the shortest path 
routing scheme. In this scheme, the nodes send the sensed data to the Sink through the minimum number of relaying 
nodes. This traffic pattern is obtained when the number of pandas sensed by each sensor node and the time spent by 
pandas at each node are uniformly distributed. It can be seen that the nodes near the Sink send a significantly larger 
volume of packets than the nodes further away, and the packet sending rates gradually decrease as we move to the 
network edges. This is because the nodes at the border only send their sensed data but the other nodes relay the others’ 
data in addition to sending their data. 
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Fig. 4. The packet sending rate of each node with a hotspot. 

 
However, it's not affordable to assume that pandas pay an equivalent time and have an equivalent density in 

each space lined by the network. Pandas can have high density in some areas, e.g., a gaggle of pandas live and move 
along, wand can pay longer times at some areas, e.g., because of the supply of food or some water, that produce areas 
with massive packet causation rates, known as hotspots. In Fig. four shows that the information transmission is 
accumulated at a hotspot. The human will find hotspots a lot of with success once the distinction between the traffic 
rates of the hotspot and therefore the alternative areas is massive and once the hotspot lasts for a few times. 

 
Hotspot-Locating Attack 

In Fig. 5 shows the multidimensional language of a Hotspot-Locating attack victimization the soul model 
mentioned within the initial part, the soul deploys a display close to of the Sink and deploys the opposite devices at 
initial observation points distributed within the network. For the observation part, the observation devices collect traffic 
data which incorporates the subsequent tuple <Pi; Xi; Yi; ti>, wherever Pi is that the content of a packet, (Xi; Yi) is that 
the coordinates of the device node that sent the packet, and ti is that the time of causing the packet. For the analysis 
part, the soul uses traffic analysis techniques to research the collected information to make your mind up to 1) search a 
region for pandas; or 2) modification the locations of the observation devices, e.g., to be nearer to a probable hotspot or 
move to a brighter space that may result in a hotspot. 

 
V. CLOUD-BASED PRIVACY-PRESERVING SCHEME 

 
1. Predeployment Phase  
Before deploying the network, every sensing element node A is loaded with a novel identity UN agency, a shared 

key with the Sink Ka, and a secret key DA that's accustomed work out a shared key with any sensing element node 
mistreatment identity-based cryptography (IBC) supported additive pairing. The network operator generates a chief p, a 
cyclic additive cluster the network operator generates a chief p, a cyclic additive cluster (Ga), associated a cyclic 
increasing cluster (Gm) of constant order p such an with efficiency estimable additive pairing ệ: Ga x Ga →Gm is 
thought. The additive mapping has the subsequent properties: 

 
2. Bootstrapping Phase  

This part is performed only 1 time within the time period of the network, when the network is deployed and 
before it starts knowledge assortment. This part has 3 main purposes: 1) informing the Sink regarding the nodes’ 
locations to link an occurrence to its location; 2) assignment pretend supply nodes and discovering the shortest routes to 
the Sink; and 3) forming teams that area unit employed in making clouds. When deploying the network, the Sink 
broadcasts a beacon packet and every sensing element node adds its identity and broadcasts the packet. Every node will 
apprehend the shortest route to the Sink which incorporates the identities of the nodes within the 1st received beacon 
packet. In order to assign faux source nodes, node A broadcasts 

Hotspot 
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Fig. 7. Grouping the one-hop neighbors of node X. 

 
Finally, every node teams its one-hop neighbours in such how that every cluster will send packets in several directions, 
e.g., by selecting the nodes that square measure in opposite directions in one cluster. We tend to note that one node 
could participate in multiple teams. Associate example for grouping a node’s neighbors is shown in Fig. 7. Node X 
divides its neighbors into 3 teams with four nodes in every cluster (A1, A2, A3, and A4), so they'll send packets in 
several directions. Node X has conjointly to share a key with every cluster. an easy thanks to do that is by computing 
the shared keys with its neighboring nodes victimisation additive. 
 
3.1 Real—Faux Source Nodes’ Route 
When a supply node (S) desires to send knowledge to the Sink, it initial picks up a pretend supply node (F) from its list 
of pretend supply nodes and a gaggle (G1) that contains F, and sends the subsequent event packet: 

 
Event_No is that the event distinctive variety. Once receiving the packet, the neighbors of S initial match the connected 
cluster nom de guerre to the expected ones. If a node cannot notice the nom de guerre in its table, it discards the packet; 
else it accepts the packet and updates the cluster. 
 

VI. CONCLUSION 
 
In this paper, we've got introduced a completely unique attack to find supply nodes in WSNs, known as Hotspot-
Locating, that uses a practical mortal model. we've got additionally planned a supply location privacy-preserving theme 
that makes a cloud of fake packets round the supply node, varies traffic routes, and changes the packets’ look at every 
hop. We’ve got shown that albeit the mortal doesn't have a world read to the network traffic, he will find hotspots 
victimization few observation devices and straightforward traffic analysis techniques. Our simulation and analytical 
results have in contestable that routing-based schemes cannot preserve the situation privacy of hotspots as a result of 
they cannot conceal the traffic-analysis data. Moreover, our theme will give a powerful protection against Hotspot- 
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Locating attack with a lot of less energy value examination to global-adversary-based schemes. In our future work, 
we'll attempt refined approaches to find hotspots with low false-positive chance. 
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