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ABSTRACT: Duplication and redundancy in WBSNs refer to collect the same vital signs, using sensor attached on the 
patient body, over a period of time. Transmitting duplicated and similar data well consume the sensor battery faster, 
and increase the traffic in the network. Therefore, in this paper, we introduce a lightweight technique to detect 
duplicates data, using statistic test to identify the similarity between the data. Then preventing the sensor from sending 
this duplicated data,which leads to increase the lifetime of the sensor, and reduce energy consumption. 
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I. INTRODUCTION 
 

The increasing use of wireless network and the constant miniaturization of electrical devices has empowered the 
development of Wireless Body Sensor Networks (WBSNs), which is defined of an autonomous system that is used to 
monitor the daily life activities of patient [1]. It consists of intelligent sensor nodes which do not hamper the daily life 
activities of the patient. The sensors are attached on clothing, on the body, or even implemented under the skin. they 
allow the individual to closely monitor the changes in their vital signs and provide feedback to help maintain an 
optimal health states [2]. 
WBSNs are useful in detecting chronic diseases such as heart attack, asthma, diabetes, EEG …etc, and to warn the 
patient in case of emergency conditions. Fig. 1 shows the sensors on human body and their utilization.  
Using WBSNs, the patient experiences a greater physical mobility and is no longer compelled to stay in the hospital. 
Like any innovations, WBSNs seek to reduce risks and give more services to the patient. However, any innovation 
introduces new challenges. The challenges will be tacked as the following [3]: 
 Reliability: the main challenge is to ensure that the information reliably gets to its destination. 
 Privacy and security: there are several security issues to be considered, such as eavesdropping, identity 

spoofing. Security can be improved using data encryption [4]. 
 Energy consumption: it is very important to increase the lifetime of the sensor by reducing energy consumption 

[5]. The battery in the sensor is designed in small size and should has a long-life time, so the patient doesn’t have 
to replace it every short amount of time. 

 Delivery time: since medical data that are collected from the patient might be, in some cases, sensitive and 
critical, which may threaten his life. The data should be delivered immediately to the hospital or the doctor, so 
the required transmission time should be shortened.  
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Fig.1.Sensors on Body and their utilization 
 
As we know, vital signs can vary from an emergency value to normal values (duplicated) and vice versa. The 

changing rate of the signs can be quick or slow regarding the patient's situation and the vital signs. Since the sensor has 
low capabilities for far transmission, it sends all his collected data to another sensor, which forward it to another sensor 
and so on, until the data are delivered to the Access Point and then to the hospital, like multi-Hop communication [6]as 
shown in fig. 2.By doing this, the sensor's energy will be consumed in the network, and we are not considering one 
vital sign in a day. We are interested in continuously generated data and that drains the sensors power. consequently, 
leading to several collisions in the network. 
The significant amounts of the data sent from the sensor are either redundant or almost similar, it initiates the 
requirement of deduplication of the sensor data [7]. Instead of sending all the normal data collected from the sensor 
(which are often duplicated), the sensor should send only some specific normal measures, and of course the emergency 
values, leading to reduce the rate of unnecessarily transmission, thus improving power efficiency. 

 
 
 
 
 
 
 
 

 
 
 
 
 
 
 
 

Fig.2. Multi-hop communication in WBSN 
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II. RELATED WORK 
 

In this section, we describe popular researches about deduplication techniques and energy consumption. 
In [6] the authors find an energy efficient MAC protocol design for swallowable BSNs. They present a new protocol 
where they proved that multi-hop communication is more energy efficient than single hop communication within the 
human body when the circuitry is low. 
Authors in [7] introduced detection of duplicated data from sensors. They aim to de-duplicates of similar and 
redundancy data, in the processing server, by extracting the features from the data, using Local Binary Pattern (LBP), 
and then matching the patterns with each other to find if they are similar or duplicated. The major drawback when 
using LBP that it sometime creates a zero values, and if so; when to match the patterns using Chi-square formula, they 
may divide by zero, and that make their work have some problems. 
A data reduction with low overhead was introduced in DARE [8]. The idea behind DARE is to employ a scheme, call 
Duplicate-Adjacency based Resemblance Detection (DupAdj), by considering any two data chunks to be similar (i.e. 
candidates for delta compression) if their respective adjacent data chunks are duplicate in a deduplication system. Then 
furtherenhance the resemblance detection efficiency by an improved super-feature approach. Here the data 
fragmentation in data reduction systems left over a serious problem. 
In [10], authors worked on adaptive sampling approach, based on fisher test theory, that estimates and adapts the 
sensing frequency based on previous readings and the patient criticality, to optimize the energy consumption. 
Another approach is introduced in [11], which proposed a scheme to deduplicate encrypted data stored in cloud based 
on ownership challenge and proxy re-encryption. It integrates cloud data deduplication with access control. 
A learning-based deduplication system is presented in [12], it uses a novel method of interactively discovering 
challenging training pairs using active learning.  Deduplication integrates data from multiple sources. 

 
III. PROPOSED ALGORITHM 

 
A. Overview: 
For the pre_mentiond reasons, we present our proposed work, in order to reduce energy consumption, which leads to 
increase the lifetime of the sensor, and considering minimum transmission time. 
The generated data are analyzed and matched with patterns for removing similar and duplicated data. The proposed 
work shows that we can detect duplicated data and prevent the sensor from sending them, with lightweight software 
program, and minimum transmission time, in both cases: if there is an emergency vital signs or not. Fig. 3 shows the 
flowchart for our proposed work.  
Our idea concentrates on using statistic test in order to prevent the sensor from sending duplicated data. However, if the 
data appeared to be not duplicated, we should ensure minimum transmission time because we are dealing with patient 
information which needs to be delivered immediately to the hospital or the doctor, to take the fastest procedure. 
For this reason, we use Chi-Square test [13] to identify the degree of similarity between the new out coming and the 
saved data, to decide whether it should be sent or not. 
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Fig.3.Flowchart of our proposed Algorithm 
 
B. Description of our Proposed Algorithm: 
There is the so-called "the Expected data" in the sensor, which contains the vital signs that the sensor has already 
collected and saved, to be the original pattern that are going to be compared to the other set of data in order to find the 
degree of similarity. The other set of data, on the other hand, that are collected, are called the "observed data", which 
are the new sensed data. 
In the next section, Hypothesis Testing Steps [14], are going to be applied to find if the observed data are close to the 
expected data. 
 
First step: we set the null and the alternative hypothesis: 
 The null hypotheses(or H0): the data are duplicated and similar, indicates that the observed data are close to the 

expected data; the new sensed data are similar to the saved ones (no change or no difference from the past 
(Mathematical definition)). This kind of data shouldn't be sent, but rather deleted. 

 The alternative hypotheses (or H1): the data are not duplicated, this shows that the observed data are not close to 
the expected data; the new sensed data are different from the saved data, this kind of data should be sent. 
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Second step:choose level of Significance:ߙ 
The level of significance is just the area in the tail in chi-square distribution, fig. 4 shows this area. The smaller the 
value the more significant the results. Since we are dealing with medical data, we choose the smallest valuefor (ߙ)  
which is  (ߙ = 0.001). 
The previous mentioned area is called the Rejection Region; it is with highly important as it allows for a final 
conclusion at the end of the statistic test. If the result of the statistic test (Chi-square test) falls into the rejection region, 
that means we can reject the null hypothesis, and accept the alternative one. In other word, we can detect that the 
observer data are not close to the expected data, leading to, sending the observed data. On the other contrary, if the 
result of the test falls out of the rejection region, that means we can reject the alternative hypothesis and accept the null 
hypothesis, and detect that the observed data are close to the expected one, and delete the observed data, and not doing 
the transmission party, leading to reducing the energy. 
 
 
 
 
 
 
 
 
 
 

 
Fig.4.  Area in Chi-square distribution 

 
Third step:defining the critical value: 
The critical value is the point that separates the tail from the rest of the curve. To find the critical value we need two 
parameters: the level of significance, and the degrees of freedom.The degree of freedom is equal to the (possible 
outcomes -1). Since we have 25 reading from the sensor, the degree of freedom equal to 24, and the critical value in 
this case, from Chi-square table, fig. 5, is going to be (51.1786) [which we are going to use in the simulation]. 
 
Fourth step:Apply the statistic test using chi-square test:  
The formula that is used for this test is: [which we are going to use in the simulation]. 
 

ܺଶ = ෍
( ௜ܱ ௜)ଶܧ−

௜௜ܧ

 

 
After finding the result of chi-square test, the comparison can be made between this result and the critical value. If the 
result is greater than the critical value, which in return means the result falls into the rejection region, we reject the null 
hypothesis, that leads to send the observed data. On the other hand, if the result is less than the critical value; which 
means the result is out of the rejection region, we accept the null hypothesis, in this case we detect the duplicated and 
similar data, then we prevent the sensor from sending the observed data.  
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Table1:Chi-square table 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

IV. SIMULATION RESULTS 
 

In order to execute our simulation, critical value is needed, as well as finding the statistic test "using chi-square test", 
and compare the result with the critical value to determine if the data are duplicated or not. Note that the result for the 
equal patterns is zero.The simulation tool is MATLAB 13. 
We take three scenarios for diabetes patient, with real-values [18]. 

 
A. First scenario:the data are duplicated 
the Expected data are: 
(120,120,125,130,125,110,119,111,119,121,125,130,127,119,121,126,127,121,120,113,135,120,125,125,130) 
The observed data are: 
(120,120,120,130,125,110,119,111,120,120,125,130,139,130,125,126,127,125,129,120,125,130,129,120,130) 
In the first scenario we can see that the observed and the expected data are close to each other. The simulation result for 
chi-square test is (5.3856) which is less than the critical value, leading to the undertaken procedure is, then, 
automatically deleting. 
The required time to do this is ( 1.63 * 10ିଷ s). 

 
B. Second scenario:The data are not similar 
The observed data are: 
(90,100,110,90,110,120,120,125,110,120,130,135,130,135,100,120,135,140,110,120,90,120,110,110,110) 
We can see that the observed data are not close to the pre_mentiond expected data. The simulation result for chi-square 
is (71.785) which is greater than the critical value, so the undertaken procedure is to send the observed data. 
The required time for the process to do this is (1.6 * 10ିଷ s) 

 
C. Third scenario: There is an Emergence value 
The observed data are: 
(90,100,110,50,110,120,120,125,110,120,130,135,130,135,100,120,135,140,110,120,90,120,110,110,110) 
We can see here that we have an emergence value "50". 
In this case, we don’t do any kind of processing on the observed data. It is, then, sent immediately.The simulation time 
for this is (7.5 * 10ିସ s). Fig. 6 shows the required time for each scenario  
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Fig.5.  Required time in each scenario in ms 
 

V. CONCLUSION AND FUTURE WORK 
 

This research aims to develop a lightweight deduplication technique. Thistechnique would help to detect similar, 
redundant and duplicated data generated from the sensor; which drain its energy. Our proposed algorithm considerably 
reduced energy consumption by dropping redundant and similar data, with lightweight software program, and 
minimum transmission time. 
As a future work, we seek to apply our algorithm on many sensors that are sensing the same vital sign, in order to 
increase their lifetime, and to reduce the huge amount of data that are received in the hospital or the doctor, to make the 
processing of this data smoother. 
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