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ABSTRACT: Electronic health (e-health) record system could be a novel application which will bring nice 
convenience in attention. The privacy and security of the sensitive personal info is that the major concern of the users 
that may hinder additional development and wide adoption of the systems. The searchable secret writing (SE) theme 
could be a technology to include security protection and favorable operability functions along, which might play a vital 
role within the e-health record system. During this paper, we have a tendency to introduce a completely unique science 
primitive named as conjunctive keyword search with selected tester and temporal arrangement enabled proxy re-
encryption operate (Re-dtPECK) that could be a quiet time-dependent searchable secret writing theme. It may modify 
patients to delegate partial access rights to others to control search functions over their records in an exceedingly 
restricted period of time. The length of the period of time for the delegate to look and decode the delegator’s encrypted 
documents will be controlled. Moreover, the delegate may be mechanically empty the access and search authority when 
a given amount of effective time. It may support the conjunctive keywords search and resist the keyword guesswork 
(KG) attacks. By the answer, solely the selected tester is in a position to check the existence of sure keywords. We have 
a tendency to formulate a system model and a security model for the projected Re-dtPECK theme to indicate that it's an 
economical theme well-tried secure within the commonplace model. The comparison and intensive simulations 
demonstrate that it's a coffee computation and storage overhead. 
 
KEYWORDS: searchable encryption; time control, conjunctive keywords, designated tester, e-health, resist offline 
keyword guessing attack. 
 

I. INTRODUCTION 
 
HE electronic heath records (EHR) system can build medical records to be processed with the power to stop medical 
errors. It’ll facilitate a patient to make his own health data in one hospital and manage or share the data with different in 
other hospitals. Several sensible patient-centric EHR systems are enforced like Microsoft Health Vault and Google 
Health. Given the formidable prospect to deploy the HER system ubiquitously, privacy considerations of the patients 
come back up. Tending information collected in a very information center could contain non-public data and 
susceptible to potential leak and revelation to the people or firms World Health Organization could build profits from 
them. Even supposing the service supplier will persuade the patients to believe that the privacy data are going to be 
duty, the EHR may be exposed if the server is intruded or an internal worker misbehaves. The intense privacy and 
security considerations area unit the dominant obstacle that stands within the method of wide adoption of the systems. 
Public key cryptography theme with keyword search (PEKS) permits a user to go looking on encrypted data while not 
decrypting it that is appropriate to boost the safety of EHR systems. In some things, a patient might want to act as a 
delegator to delegate his search right to a delegate, World Health Organization are often his doctor, while not revealing 
his own non-public key.  
The proxy re-encryption (PRE) methodology is often introduced to satisfy the necessity. The server might convert the 
encrypted index of the patient into a re-encrypted kind which might be searched by the delegate. However, another 
downside arises once the access right is disseminated. Once the patient recovers and leaves the hospital or is transferred 
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to a different hospital, he doesn't need the non-public information to be searched and utilized by his previous physicians 
any longer. A doable approach to resolve this downside is to re-encrypt all his information with a brand new key, which 
can bring a far higher price. It’ll be a lot of hard to revoke the delegation right in a very climbable size. During this 
paper, we tend to endeavor to resolve the matter with a completely unique mechanism projected to mechanically revoke 
the delegation right once an amount of your time selected by the information owner antecedently. Within the ancient 
time-release system, the time seal is encapsulated within the cipher text at the terribly starting of the cryptography rule. 
It implies that each one users together with information owner area unit unnatural by the period. The wonder of the 
projected system is that there's no time limitation for the data owner as a result of the time information is embedded 
within the re-encryption section. 
The data owner is capable to plan numerous effective time interval periods for various users once he appoints his 
delegation right. An efficient period of time set by the info owner is expressed with a starting and shutting time (for 
instance, 01/01/2014-12/01/ 2014). A time server is employed within the system that is accountable to get a time token 
for the users. Once receiving an efficient period of time T from the info owner, the time server generates a time seal T S 
by exploitation his own non-public key and also the public key of the delegate. Therein manner, the period of time T is 
encapsulated within the time seal T S . By the re-encryption algorithmic program dead by the proxy server, the period 
of time T are embedded within the re-encrypted ciphertext. It’s the temporal arrangement enabled proxy re-encryption 
operate. Once the delegate problems a question request, he ought to generate a trapdoor for the queried keywords 
exploitation his two non-public key and time seal T S. Providing the period of time encapsulated within the trapdoor 
matches with the effective period of time embedded within the proxy re-encrypted ciphertext, the cloud service supplier 
can answer the search question. Otherwise, the search request is rejected. Therein manner, the access right of the 
delegate can expire mechanically.  
The data owner desires to not do the other operation for the delegation revocation. To the most effective of our data, 
this can be the primary work that permits automatic delegation revoking supported temporal arrangement in an 
exceedingly searchable cryptography system. A conjunctive keyword search theme with selected tester and temporal 
arrangement enabled proxy re-encryption operate (Re-dtPECK) is projected, that has the subsequent deserves. 

 
II. LITERATURE SURVAY 

 
1. Public Key Encryption with keyword Search 
Authors: Dan Boneh, Giovanni Di Crescenzo, Rafail Ostrovsky, Giuseppe Persiano 
In this paper, we defined the concept of a public key encryption with keyword search (PEKS) and gave two 
constructions. Constructing a PEKS is related to Identity Based Encryption (IBE), though PEKS seems to be harder to 
construct. We showed that PEKS implies Identity Based Encryption, but the converse is currently an open problem. 
 
2. Public Key Encryption Schemes Supporting Equality Test with Authorization of Different Granularity 
Authors: DIES, Faculty of EEMCS 
In this paper, we've reviewed the ideas of PKEET, AoN PKEET, and FG-PKEET, and mentioned their capabilities in 
authorizing users to regulate WHO will perform equality check on their ciphertexts and also the accessible security 
guarantees. Our analysis has shown that o²ine message recovery attack could be a security concern for all primitives, 
though solely semi-trusted proxies will perform the attack within the case of AoN-PKEET and FG-PKEET. to deal 
with the priority, we've planned the idea of FG-PKEET+, specifically FG- PKEET in two-proxy setting. The exchange 
is clear: associate FG-PKEET+ cryptosystem will stop o²ine message recovery attacks however it's dearer to hold out 
the check as a result of it needs associate interactive protocol between 2 proxies. Once to decide on that primitive to use 
is counting on the safety and potency necessities of the precise application situation. 
 
3. Public key encryption with keyword search secure against keyword guessing attacks without random oracle 
Authors: Liming Fang , WillySusilo , ChunpengGe , JiandongWang 
In thispaper,weprovideaformalmodelofSCFPEKS secure against key word guessing attacks .Furthermore,wepresent an 
SCF-PEKS scheme secure against chosen keyword and ciphertext attacks,and key word guessing attacks .Based on the 
DBDH assumption ,SXDH assumption and the truncated q-ABDHE assumption ,we first prove ditsindistinguish ability 
of secure channel free PEKS against chosen key word and ciphertext attack (IND-SCF CKCA) security without random 
oracle.We also analyzed the computational consistency and security against key word guessing attacks (IND KGA)ofourscheme. 
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4. Conjunctive, Subset, and Range Queries on Encrypted Data 
Authors: Dan Bonehand Brent Waters 
 We presented a general framework for analyzing security of searching on encrypted data systems. We then constructed systems for 
comparisons and subset queries as well as conjunctive versions of these predicates. 
The underlying tool behind these new constructions is a primitive we call HVE. The one-dimensional version of HVE (namely= 1) is 
essentially an Anonymous IBE system. For large we obtain a new concept that is extremely useful for a large variety of searching 
predicates. We note that by setting _ = 1 in our HVE construction we obtain a new simple anonymous IBE system secure without 
random oracles. 
 
5. An efficient public key encryption with conjunctive-subset keywords search 
Authors: Bo Zhang , FangguoZhang  
In this paper, we present a more efficient Conjunctive-subset keywords search scheme in public key model in this paper. This 
scheme is efficient in many aspects compared with the former one. This scheme is also better than the other conjunctive keywords 
search scheme, and it does not need these assumptions, makes the search property more powerful. We also give out the simple 
analysis about the security requirements of our scheme. One open problem may be to construct a formal proofed scheme, mean- 
while the efficiency also can be improved. 
 
6. On a security model of conjunctive keyword search over encrypted relational Database 
Authors: Jin Wook Byun, Dong Hoon Lee 
The scheme can prevent insider attackers like server manager from obtaining keyword information through CSI in the database. In 
practice, however, it is also important to guarantee the security against the outsider attackers which cannot see encrypted documents 
but tries to retrieve information on keywords by capturing and modifying protocol messages. The model defines not only insider 
security for CSI value but also outsider security for trapdoor security. We analyzed the existing protocol under the suggested security 
model and we demonstrated its weakness and countermeasure. 

III.PROPOSED SYSTEM 
 

We style a completely unique searchable cryptography theme supporting secure conjunctive keyword search and approved 
delegation perform. Compared with existing schemes, this work can do temporal order enabled proxy re-encryption with effective 
delegation revocation. Owner-enforced delegation temporal order predetermined is enabled. Distinct interval amount is predefined 
for various delegatee. The projected theme is formally established secure against chosen-keyword chosen-time attack. Moreover, 
off-line keyword approximation attacks are resisted too. The take a look at formula couldn't perform while not knowledge server’s 
non-public key. Eavesdroppers couldn't reach approximation keywords by the take a look at formula. The protection of the theme 
works supported the quality model instead of random oracle model. This is often the primary primitive that supports higher than 
functions and is made within the customary model. 

.  

 
Fig1. Architecture Diagram 
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3.1.1 Searchable Encryption with Designated Tester 
In follow, the scale of a keyword area is often no quite its polynomial level. Associate offender is presumably to launch 
lexicon attacks or off-line keyword idea attacks (KG attacks) to take advantage of the hidden keywords. The EHR 
keywords 
Are typically chosen from a little area, particularly the medical nomenclature. If associate oppose finds that the 
trapdoors or encrypted indexes have lower entropies, the kilo attacks might be launched if the oppose endeavors to 
guess the potential candidate keywords. So as to resist the threats, the thought of PEKS with selected tester (dPEKS) is 
planned in. solely a chosen tester that is typically the server, is capable to hold on the take a look at algorithmic rule. 
The improved security models have conjointly been implied. However, they may not support multiple keywords 
question or delegate search operate. 
 
3.1.2 Proxy Re-encryption with Public Keyword Search 
Proxy re-encryption (PRE) allows a proxy with a re-encryption key to convert a ciphertext encrypted by a delegator’s 
public key into people who may be decrypted by delegatee’s non-public key. Proxy re-encryption with public keyword 
search (Re-PEKS) has introduced the notion of keyword search into PRE. The users with a keyword trapdoor will 
search the ciphertext whereas the hidden keywords area unit unknown to the proxy. The limitation on the schemes in is 
that just one keyword is going to be allowed to go looking within the encrypted documents. Later, has advised associate 
improved theme to support the conjunctive keyword search operated. Of these Re-PEKS schemes in area unit proved 
secure in random oracle model. However, it's shown in that a symptom in random oracle model might most likely bring 
forth insecure schemes. The time controlled PRE has been addressed in. It needs to cipher a message for multiple 
recipients with constant unharness time. However, the schemes in foist the info owner to see the discharge time at the 
start of encoding formula. Just one unharness time is about for all recipients instead of disparate time for various users, 
that couldn't fulfill the requirement for individuality. Another defect is that it wants an outsized computation value in 
each encoding and re-encryption phases. 

IV.CONCLUSION 
 

In this paper, we've got projected a unique Re-dtPECK theme to appreciate the temporal order enabled privacy-
preserving keyword search mechanism for the EHR cloud storage, that might support the automated delegation 
revocation. The experimental results and security analysis indicate that our theme holds abundant higher security than 
the present solutions with an inexpensive overhead for cloud applications. To the most effective of our information, 
thus far this can be the primary searchable coding theme with the temporal order enabled proxy re-encryption operates 
and also the selected tester for the privacy–preserving EHR cloud record storage. The answer might make sure the 
confidentiality of the EHR and also the resistance to the kilogram attacks. It’s conjointly been formally verified secure 
supported the quality model beneath the hardness assumption. Compared with alternative classical searchable coding 
schemes, the potency analysis shows that our projected theme can do high computation and storage potency besides its 
higher security. Our simulation results have conjointly shown that the communication and computation overhead of the 
projected answer is possible for any globe application situations. 
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